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I. INTRODUCTION

Objectives Of IFC’s Risk Governance Program

In February 2008, the board of the French bank Société Générale learned that one of its traders had lost $7.2 billion dollars. Jerome Kerviel, the trader in question, had approval to risk up to $183 million. Since 2005, however, Kerviel had apparently ignored his limits and took on exposures as high as $73 billion—more than the market value of the entire firm. Société Générale’s board, managers, risk management systems, and internal controls failed to detect, much less halt, the reckless bets. When finally discovered, the failure in risk governance and management had cost Société Générale and its shareholders clients, money, and reputation. Similar failures of risk governance feature in scandals at UBS and Baring, with the latter failing to survive.

In the 2008 economic crisis, several firms in emerging markets also suffered major losses due to failed risk management and governance. Brazilian pulp producer Aracruz, and meat processor Sadia, had extensive losses on foreign exchange derivative contracts. Ceylon Petroleum Corporation (CPC) in Sri Lanka stood to lose hundreds of millions on commodity derivatives. In all of these cases, the chagrined boards (and in the case of CPC, the state as the main shareholder) asserted that managers had acted without proper authorization.

Losses and the collapse of firms due to failures in risk handling and risk governance hurt the wider community through loss of jobs, goods and services. These losses are felt particularly severely in emerging markets where the economies are vulnerable and jobs are scarce.

Risk Taking as an Essential Activity of Enterprises

Taking risks and dealing with uncertainty are essential parts of doing business. Effective oversight of risk taking is a key responsibility of the board. Directors must protect profitable activities (“the golden goose”) in the face of routine risks and improbable disasters (“the black swans”).

The word “enterprise” derives from the Latin “impresum,” meaning “taking upon oneself,” and describes the act of carrying out actions with the intent to attain a preset objective. The purpose of the enterprise is the satisfaction of individual customer needs. This objective can be attained only if the enterprise prepares itself with the productive factors required for producing and delivering the products and services that can satisfy these needs. This circumstance, in which entrepreneurs must anticipate the needs of consumers, leads to a pervasive aspect of enterprise management: dealing with the risks incurred as the entrepreneur organizes production. Hence, the enterprise is characterized by uncertainty in conducting its operations: uncertainty is an inherent element of enterprise risk. The enterprise and the risk generated in operating it are inseparable. There is no enterprise without risk. Rewards earned by an enterprise compensate for such risk taking.

IFC’s Risk Governance Program

As part of IFC’s response to the financial crisis of 2008, IFC’s Corporate Governance Unit launched a risk governance program. The program was intended to enhance the capability of boards of directors in emerging markets for improved risk management oversight. The aim was to provide directors with tools to enhance each board’s risk oversight structures, processes, and competence. The program consisted of two elements: a series of training events across emerging markets and this handbook.
By the end of 2011, the training team had conducted workshops in 18 countries worldwide, working with directors and others in numerous emerging markets, drawing from multiple industries, public and private sectors, real and financial sectors, small and large firms, and rich and poor countries. The discussions covered many topics on risk management, risk hedging, risk governance and strategic risk taking. This book reflects not only the content prepared by the core teaching faculty for these workshops but also the feedback and lessons shared by participants in these engagements.

Target Reader: A Director’s Perspective on Risk Taking

The materials target decision makers, chiefly corporate directors to help them make sense of an increasingly complex and chaotic risk universe. Experienced directors with some finance training are the main audience for this book.

The approach takes the view that a director’s chief responsibility is to attend to the stakeholders’ value, particularly shareholders’ value. Thus, the risk-taking issues are discussed in terms of their impact on value. The approach also takes the view that decision makers/directors should understand the analytical tools used in the “typical” corporation. Understanding these tools makes oversight more effective because directors can use their judgment to decide when to act and what tools to apply in their enterprise.

The contents are written with a broad scope to apply to as many industries as possible. The material covers traditional corporate finance concepts and enterprise approaches. Bankers, actuaries, and risk managers (particularly those with a quantitative bent), will need resources beyond the coverage of this book as they execute their specific tasks.

Section Outlines

In the first two sections the book lays out the scope of risk management by defining risk and exploring risk governance. The next few sections look at measuring and dealing with risk and the different tools used to incorporate risk into decision making. The final portion of the manual advocates for a broader view of risk management, demonstrates its impact on the value of a business and suggests a template for building a good risk-taking organization. Sections are tied to simple steps in the generalized risk management process.

Sections start with a theme, followed by an examination of the key issues relating to the theme. Sections conclude with a set of tasks that can be used to convert the abstractions and theories proposed to real world corporate governance tests/measures for any organization.

<table>
<thead>
<tr>
<th>Risk Management Steps</th>
<th>Sections in Book</th>
</tr>
</thead>
<tbody>
<tr>
<td>Step 1</td>
<td>Section II: What is Risk?</td>
</tr>
<tr>
<td>Make an inventory of all of the risks that the firm is faced with – firm specific, sector, and market.</td>
<td>Section III: Risk Governance, Risk Management, and Value Creation</td>
</tr>
<tr>
<td>Step 2</td>
<td>Section IV: Measuring Value: Risk-Adjusted Value</td>
</tr>
<tr>
<td>Measure and decide which risks to hedge, avoid, or retain based on impact on the value of the enterprise.</td>
<td>Section V: Managing Risk: Enterprise Approaches</td>
</tr>
<tr>
<td>Step 3</td>
<td>Section VI: Tools for Better Risk Decision Making: Probabilistic Approaches</td>
</tr>
<tr>
<td>For the risks being hedged, select the risk-hedging products and decide how to manage and monitor retained risks.</td>
<td>Section VII: Creating Value From Risk Taking</td>
</tr>
<tr>
<td>Step 4</td>
<td>Section VIII: Exploiting the Risk Upside: Strategic Risk Taking and Building a Risk-Taking Organization</td>
</tr>
<tr>
<td>Determine the risk dimensions in which you have an advantage over your competitors and select an organizational structure suitable for risk taking.</td>
<td></td>
</tr>
</tbody>
</table>
II. WHAT IS RISK?

Theme
To manage risk, we first have to define risk. In this section, we look at how risk has been defined in both theory and practice. The section explores different risk classifications and introduces the use of a risk profile for enterprises as a starting point for analyzing their risk-taking activities.

Speaking of Risk

There is no consensus on a single formal definition of risk. Given this lack of consensus, a definition from common usage serves to start our discussion:

“Risk is a concept linked to human expectations. It indicates a potential negative effect on an asset that may derive from given processes in progress or given future events. In the common language, risk is often used as a synonym of probability of a loss or of a danger. In the assessment of professional risk, the concept of risk combines the probability of an event occurring with the impact that event may have and with its various circumstances of happening.”

However useful this layman’s start, it does not fully lay out the risk concept. For example, this definition does not clearly distinguish between the concepts of risk and uncertainty. It focuses only on negative implications of risk taking.

A Better Definition of Risk

Risk, in traditional terms, is viewed as a negative. The dictionary defines risk as “exposing to danger or hazard.” The Chinese symbol for “crisis,” reproduced in Figure 1.1, offers a better description of risk.

The first symbol is the symbol for “danger,” while the second is the symbol for “opportunity,” making risk a mix of danger and opportunity. By linking the two, the definition emphasizes that you cannot have one (opportunity) without the other and that offers that look too good to be true (offering opportunity with little or no risk) are generally not true. By emphasizing the upside potential as well as the downside dangers, this definition also serves the useful purpose of reminding us of an important truth about risk.

Where There is Upside, There is Downside and the Opposite is True!

It should come as no surprise that managers become interested in risk management during or just after a crisis and pay it little heed in good times. The Chinese definition of risk/crisis points to the fact that good risk-taking organizations not only approach risk with equanimity, but also manage risk actively in good times and in bad times. Thus, they plan for coming crises, which are inevitable, in good times and look for opportunities during bad times.

Figure 1.1: The Chinese Symbol for “Crisis”

危机

Classifying Risks Faced by Organizations

Identifying risk (making it tangible) can help managers or directors in their decision making. The two lists of risks provided here are not intended to be exhaustive, because it is not possible to cover the full gamut of potential risks. Instead, the idea is to help organizational decision makers (managers or directors) begin to think more clearly about the risks faced by their organization.

Note that there are many equally valid classifications, and firms can develop their own lists suitable to their particular circumstances. The most important thing is that decision makers must understand the risks relevant to their enterprises as they are making decisions.

CLASSIFICATION EXAMPLE 1

Using the the Basel II framework and adapting the classifications to non-financial firms, this example divides organizational risks into three categories: operational, financial, and market-based.

1. Operating Risk
   a. Operating and verification (accuracy)
   b. Business risk
2. Financial Risk
   a. Internal risks
      i. Insolvency
      ii. Counterparty
      iii. Financial structure planning
   b. External risks
      i. Interest rate
      ii. Currency exchange rate
      iii. Inflation
3. Market-Based Risk

CLASSIFICATION EXAMPLE 2

1. Financial Risk
   a. Credit (default, downgrade)
   b. Price (commodity, interest rate, exchange rate)
   c. Liquidity (cash flow)
2. Operational Risk
   a. Business operations (efficiency, supply chain, business cycles)
   b. Information technology
3. Strategic Risk
   a. Reputational (i.e., bad publicity)
   b. Demographic and social/cultural trends
   c. Regulatory and political trends
4. Hazard Risk
   a. Fire and other property damage
   b. Theft and other crime, personal injury
   c. Diseases

What is a Risk Profile?

A major step in appropriate oversight of risk taking by a firm is listing out all of the risks that a firm is potentially exposed to and categorizing these risks into groups. This list is called a risk profile.

Do most firms create risk profiles? Not necessarily. In many firms, it is taken for granted that most everyone in the firm (particularly those with experience) is already aware of the risks that the firm faces. This can be a mistake and more so with risks that are uncommon, since many managers may never have experienced that risk. For boards and across firms as a whole it is useful to be clear and explicit about the risk faced. Instead of assuming awareness, make sure that everyone understands by spelling out the potential risks.

Emerging Market Example: Risk Profile of an Airline Company in Brazil*

*Developed by risk workshop participant

<table>
<thead>
<tr>
<th>Operational Risks</th>
<th>Financial and Market Risks</th>
<th>New trade agreements</th>
</tr>
</thead>
<tbody>
<tr>
<td>Aircraft crash and aircraft breakdowns</td>
<td>Oil prices changes</td>
<td>Cash flow difficulties</td>
</tr>
<tr>
<td>Strikes</td>
<td>Inflation</td>
<td>Bankruptcy</td>
</tr>
<tr>
<td>Telephone, IT failure, utility outages</td>
<td>Interest rate changes</td>
<td>Stock price collapse</td>
</tr>
<tr>
<td>Failure of sub-contractors</td>
<td>Exchange rate fluctuations</td>
<td>Debt covenant violations</td>
</tr>
<tr>
<td>Employee turnover</td>
<td>Tax changes in Brazil</td>
<td></td>
</tr>
</tbody>
</table>
Once you have created your risk profile, acknowledging the risk that your company is facing, the next step is to divide the various risks into three groups:

- Risk that should be allowed to pass through the firm to its owners
- Risk that should be hedged
- Risk that should be exploited

This phase is part of the broader process, known as risk treatment. Later in this manual, we will present various ways to conduct a risk treatment process.

**Implications for Decision Makers**

To manage risk correctly, we must acknowledge its positive and negative effects. Risk management has to look at both the downside of risk and the potential upside. In other words, risk management is not just about minimizing exposure to the wrong risks. It also is about increasing exposure to good risks.

It is important that a firm’s decision makers build a common understanding of the risks they face by developing a risk profile, an explicit listing of potential risks. While classifications and categorizations as suggested above are useful, the discussion itself is more important, because it helps establish a common language and understanding of the risks faced by the enterprise.

Risk profiles are an enterprise’s starting point for risk analysis. Most firms will need to go beyond risk profiles, and conduct risk assessments, treatment, and monitoring. However, for small, simple firms without the interest or capacity to deepen the risk management process, a well-developed, thoroughly-discussed, and strongly-internalized risk profile is a good start. This is a better option than completely ignoring the risk situation.

**SECTION TASK: DEFINE RISK**

1. How would you define risk?
2. Ask a fellow director or manager to list the top five risks facing your enterprise. Is this list different from the one you would make? How and why?
III. RISK GOVERNANCE, RISK MANAGEMENT, AND VALUE CREATION

Theme
The section addresses the fiduciary duties of a board member focusing on risk oversight. It starts by defining corporate governance, draws on the Organization for Economic Cooperation and Development’s Principles of Corporate Governance in discussing the role of directors, and presents ideas on the role and structure of risk committees. It closes by linking the value of the enterprise to risk management.

Corporate Governance
IFC’s Corporate Governance Unit defines corporate governance as the structures and processes for the direction and control of companies. Corporate governance concerns the relationships among the management, board of directors, controlling shareholders, minority shareholders, and other stakeholders. Good corporate governance contributes to sustainable economic development by enhancing the performance of companies and increasing their access to outside capital.

Risk Governance
Risk governance is a relatively new term. In the corporate governance arena, there is no consensus definition, although in the information technology field, risk governance is a more developed concept. However, for the purposes of discussion in this book, we define risk governance in firms as the ways in which directors authorize, optimize, and monitor risk taking in an enterprise. It includes the skills, infrastructure (i.e., organization structure, controls and information systems), and culture deployed as directors exercise their oversight. Good risk governance provides clearly defined accountability, authority, and communication/reporting mechanisms.

Risk oversight is the responsibility of the entire board. However, some boards use risk committees to help fulfill responsibilities. The risk committee might be independent, or the work might be combined with audit tasks and assigned to an audit and risk committee. For further detail on proposed structure and functioning of risk committees, see the appendix.

Risk Management
RISK TAKING AND VALUE CREATION: RISK-ADJUSTED VALUATION

Ultimately, the objective of managing risk is to make the firm more valuable. For directors and managers, this is the primary objective, regardless of whether they view this as value to shareholders or value to a wider group of stakeholders. Fortunately, classical finance provides robust techniques for valuing enterprises. The most frequently used method is the discounting of future cash flow to the firm at a risk-adjusted cost of capital. For risk management purposes, many would point out that using the capital asset pricing model (CAPM) for calculating risk-adjusted capital has a double benefit of already accounting for all the risk that a firm’s decision makers need concern themselves about—the market risk. All other risks are firm risks and can be diversified away by the individual investor in the firm’s shares. As the shareholders can handle firm risk by their own portfolio diversification, it does not add value for the board or managers to concern themselves with these types of risks. From this viewpoint, using CAPM in assessing projects, investments, and in valuation provides a ready-to-use approach for guiding risk-taking in firms. Firms without any formal risk management
There are a number of predominant theoretical perspectives on corporate governance:

- **Agency theory**—align the interests of internal agents (executives/managers) who display strong self-interest with those of the shareholders (owners). In effect this represents a double agency dilemma (see figure).
- **Transaction cost theory**—reduce costs of transactional hazards through internal corporate governance mechanisms, which cannot be handled by external market mechanisms.
- **Stewardship theory**—general human motives of achievement, altruism and meaningfulness should be managed and guided in the most opportune manner.
- **Resource dependence theory**—highlights corporate dependence on external relations and sees governance as a vehicle to ensure continued access to essential resources.
- **Stakeholder theory**—acknowledges agreements with multiple stakeholders that can create incremental value and/or lead to subsequent risk events if neglected or abused.
functions are well served by using the capital asset pricing models in guiding their investment decisions as they reap its double benefit—valuation and risk management.

Enterprise approaches also use valuation techniques at various points in the process to ensure that any decisions taken will maximize value. These valuation efforts also deploy the discounted cash flows, often using the capital asset pricing models as well. Whatever the valuation method used, the risk analyst needs to estimate the effect of each risk on firm value and determine the cost of reducing each risk. If risk reduction is costly, the decision makers must decide whether the benefit to firm value justifies the costs. Each firm must seek a value-maximizing risk management strategy.

Enterprise Risk Management

Enterprise Risk Management (ERM) emphasizes a comprehensive, holistic approach to managing risk, shifting away from a “silo-ed” approach of separately handling each organizational risk. ERM also views risk management as a value-creating activity, and not just a mitigation activity.

ERM is still an evolving concept. Before its emergence, organizations tended to isolate the management of risks. For example, the treasurer managed currency exposures, the sales or credit manager managed credit risk, and commodity traders and purchasing officers managed commodity price risks. Insurance risk managers handled the hazard risks. The personnel department managed the human resources risks. Quality and production managers were responsible for containing production risk. Marketing and strategy
departments attended to the competitive risks. There was limited effort to coordinate across the enterprise, to understand where risks could multiply, where they cancel each other out, or where they could be exploited for profit.

ERM addresses these issues, focusing on coordination and value addition. For example, in a conglomerate in which one division is long in currency A and another division is short in the same sum in the same currency, responsible division managers might decide to purchase separate currency hedges. This represents a silo-ed approach, which does not enhance value. Taking an enterprise-wide approach instead, using ERM, renders such actions unnecessary, because the conglomerate already has a natural hedge.

ERM’s coordinated function is often vested in a chief risk officer and in increased risk governance, including board oversight. This evolving portfolio approach is aided by improved tools for risk measurement, pricing and trading.

Today, there are two widely-disseminated ERM approaches:

- **COSO II ERM:** Risk framework from the Committee of Sponsoring Organizations of the Tread way Commission that is geared to achieving strategic, operational, reporting, and compliance objectives.
- **CAS ERM Framework:** Developed by the Casualty Actuarial Society, the framework focuses on hazard, financial, strategic, and operational risks.

Regardless of the framework used it is important that risk decisions always tie in to the value of the enterprise to its stakeholders, particularly to its shareholders.

**RISK AVERSION, RISK POLICY, RISK TOLERANCE AND RISK APPETITE**

The development of a risk policy is an importance task for boards. This activity is related to the board’s corporate strategy work, and involves specifying the types and degree of risk that a company is willing to accept in pursuit of its goals. It is a crucial management guideline in managing risks to meet the company’s desired risk profile.

An enterprise’s risk policy reflects the aggregate risk aversion of its decision makers. In the enterprise approach detailed later in the book, we will look at various managerial decision points, when decision makers’ attitudes toward risk will drive action. This attitude toward risk may or may not be codified in a formal risk policy.

Risk appetite and risk tolerance are newer terms in the risk management lexicon. In recent years, these terms have been used with increased frequency, particularly in the corporate governance and accounting community. The precise meaning and metrics of the two terms are still evolving and considerable inconsistency in their use remains. In contrast, the term risk aversion has the benefit of long use in the corporate finance community, with consensus on the concept, its measurement, and its implications for behavior. Fortunately, risk appetite and risk tolerance concepts appear to be rooted in the more robust concepts of risk aversion and risk policy.

Recently, the Institute of Risk Management attempted to produce a clear definition of the terms “risk appetite” and “risk tolerance” as follows:

**Emerging Market Example: Tea and Coffee Plantation in Kenya**

A commercial Kenyan farm producing tea and coffee for the European, Asian, and American markets faces a range of risks. These risks include the vagaries of weather, particularly drought, changes in government policy, ethnic strife affecting the workforce, commodity price fluctuations, and exchange rate fluctuations. The farm is owned and operated by the second generation of the founding family. The board consists of the three siblings running the business, their accountant, and the export sales manager. The directors have made a decision that they will not retain any foreign exchange risks, because the siblings believe that they lack the expertise to cope with foreign exchange fluctuations. They are confident that their knowledge of Kenya enables them to assess, evaluate, and treat the weather and political risks. As a result of their aversion to foreign currency risk, their risk policy is to avoid or hedge this risk almost completely. They sell their produce to a middleman, a trading company that sets the contracts in Kenyan shillings. In addition, non-deliverable forwards and forwards are used to limit exposure on any inputs that need to be purchased in foreign currency and on the occasional sales that are not sold through the trading company.
• **Risk appetite**: The amount of risk an organization is willing to seek or accept in pursuit of its long term objectives.

• **Risk tolerance**: The boundaries of risk taking outside of which the organization is not prepared to venture in the pursuit of long-term objectives. Risk tolerance can be stated in absolutes, for example: “We will not deal with a certain type of customer” or “We will not expose more than X percent of our capital to losses in a certain line of business.”

• **Risk universe**: The full range of risks that could impact either positively or negatively on the ability of the organization to achieve its long term objectives.

**SECTION TASK: Risk Governance, Risk Management, and Value Creation**

1. *How does your board define its responsibilities on risk-taking?*
2. *How often does your board discuss risk issues?*
IV. MEASURING VALUE: RISK-ADJUSTED VALUE

Theme
Pursuing value-maximizing risk strategies requires that decision makers assess risk-taking within the context of a valuation methodology. For the discussion in this section, we use discounted cash flows methodology, and two practical ways of adjusting risky asset values. In the first, we adjust the discount rates upwards for risky assets and reduce the present value of expected cash flows. In the second, we replace the expected cash flows with “certainty equivalent” cash flows, which, when discounted back at the risk-free rate, yields a risk-adjusted value.

Approaches for Adjusting Value for Risk

Risk-Adjusted Value

Definition: The value of a risky asset can be estimated by discounting the expected cash flows on the asset over its life at a risk-adjusted discount rate:

\[
\text{Value of asset} = \sum_{t=0}^{T} \frac{E(CF_t)}{(1+r)^t}
\]

where the asset has a n-year life, \(E(CF_t)\) is the expected cash flow in period \(t\) and \(r\) is a discount rate that reflects the risk of the cash flows.

PROCESS TO ESTIMATE RaV

- Step 1: Estimate the expected cash flows from a project/asset/business. For a risky asset, consider/estimate cash flows under different scenarios, attach probabilities to these scenarios and estimate an expected value across scenarios.

- Step 2: Estimate a risk-adjusted discount rate, comprised of two components, the risk-free rate and the risk premium.
  Risk-adjusted rate = Risk-free rate + Risk premium = \(R_f + \beta (R_m - R_f)\)

- Step 3: Take the present value of the cash flows at the risk-adjusted discount rate.
The value of an asset that generates cash flows can be written as the present value of the expected cash flows from that asset, discounted back at a discount rate that reflects the risk. The value of a risky asset can be estimated by discounting the expected cash flows on the asset over its life at a risk-adjusted discount rate:

\[
\text{Value of asset} = \frac{E(CF_1)}{(1+r)} + \frac{E(CF_2)}{(1+r)^2} + \frac{E(CF_3)}{(1+r)^3} + \cdots + \frac{E(CF_n)}{(1+r)^n}
\]

where the asset has a n-year life, E(CFt) is the expected cash flow in period t, and r is a discount rate that reflects the risk of the cash flows. In this approach, the numerator is the expected cash flow, with no adjustment paid for risk, whereas the discount rate bears the burden of risk adjustments.

Alternatively, we can replace the expected cash flows with the guaranteed cash flows we would have accepted as an alternative (certainty equivalents) and discount these at the risk-free rate:

\[
\text{Value of asset} = \frac{CE(CF_1)}{(1+r_f)} + \frac{CE(CF_2)}{(1+r_f)^2} + \frac{CE(CF_3)}{(1+r_f)^3} + \cdots + \frac{CE(CF_n)}{(1+r_f)^n}
\]

where CE(CFt) is the certainty equivalent of E(CFt) and rf is the risk-free rate.

Note that the key sets of inputs are the certainty equivalent cash flows, which bear the burden of risk adjustment. The discount rate is the risk-free rate.

With both approaches, the present value of the cash flows will be the risk-adjusted value for the asset.

**Risk-Adjusted Discount Rate**

To adjust discount rates for risk, we must use a risk and return model. In this section, we will examine how best to estimate the inputs for the simplest of these models (the CAPM) but much of what we say about these inputs can be replicated for more complex risk and return models.

**THREE STEPS IN ESTIMATING VALUE**

There are three steps in estimating value, using risk-adjusted discount rates:

1. Estimate the expected cash flows from a project/asset/business. If there is risk in the asset, this will require us to consider/estimate cash flows under different scenarios, attach probabilities to these scenarios, and estimate an expected value across scenarios. In most cases, though, it takes the form of a base case set of estimates that captures the range of possible outcomes.

2. Estimate a risk-adjusted discount rate. While there are a number of details that go into this estimate, consider that a risk-adjusted discount rate has two components: Risk-Adjusted Rate = Risk-Free Rate + Risk Premium

3. Take the present value of the cash flows at the risk-adjusted discount rate. The resulting value will be the risk-adjusted rate.

In the sections that follow, we focus on Step 2, and then use an example to illustrate all three steps.
ADJUSTING DISCOUNT RATES FOR RISK

If we start with the presumption that a business can raise funds for investments from one of two sources (borrowed money (debt) or owners’ money (equity)) we can boil down the process for adjusting discount rates for risk into several inputs, as shown in Figure 4.1.

With cost of equity, we need three inputs to estimate the risk-adjusted rate: a risk-free rate, an equity risk premium, and a beta. With the cost of debt, we need three inputs as well: the risk-free rate, a default spread for the debt, and a tax rate to use in adjusting the cost of debt for its tax advantages.

Input 1: The Risk-Free Rate

On a risk-free asset, the actual return is equal to the expected return. Therefore, there is no variance around the expected return. For an investment to be risk free, it must come with:

- No default risk: Since there can be no uncertainty about the return on the investment, the entity promising the cash flows can have no default risk.
- No reinvestment risk: A six-month Treasury bill rate is not risk free for an investor looking at a ten-year time horizon, even if we assume that there is no default risk in the U.S. government. This is because the returns are guaranteed only for six months and there is uncertainty about the rate at which you can invest beyond that period.

With these two criteria in place, two propositions follow about risk-free rates.

Proposition 1: Time horizon matters. The risk-free rates in valuation will depend upon when the cash flow is expected to occur and will vary across time. Thus, a six-month risk-free rate can be very different from a ten-year risk-free rate in the same currency at the same point in time.
Proposition 2: Not all government securities are risk free. Most practitioners use government security rates as risk-free rates, making the implicit assumption that governments do not default on local currency bonds. Some governments face default risk, so the rates on the bonds they issue will not be risk free.

In Figure 4.2, we illustrate this principle by estimating risk-free rates in various currencies. While we assume that the government bond rates in Japan, Switzerland, and the United States are the risk-free rates for the currencies in these countries (the Japanese yen, the Swiss franc and the U.S. dollar), we adjust the government bond rates in Colombia and Peru for the default risk embedded in them. With the euro, we use the German euro bond rate as the risk-free rate, since it is the lowest of the ten-year euro-denominated government bond rates.

It also is worth noting that risk-free rates vary across currencies because of differences in expected inflation; currencies with high expected inflation will exhibit high risk-free rates.

Input 2: Beta(s)

Given that beta is a measure of relative risk, what is the best way to estimate it? In conventional corporate finance and valuation, the answer is to run a regression of returns on the stock of the company in question against the market index. The slope of the regression is the beta. This is illustrated for a Peruvian construction company, Grana Montero, in Figure 4.3.

Regressing weekly returns on Grana Montero from August 2008 to July 2010 against the Peruvian Lima General Index, the beta for the company is 0.349. We should be skeptical about this number for three reasons:

• It looks backward. Since a regression is based on returns earned by owning the stock, it has to be historical and does not reflect the current business mix and financial leverage of the company. Thus, the regression above, run in August 2010, uses data from 2008 to 2010 to estimate the beta for the company. Even if it is accurate, it gives you a beta for that period rather than for the future.

• It is estimated with error. The standard error of the beta is 0.083, suggesting that the true beta for Grana Montero can be much higher or lower than the reported value; the range on the beta from this regression, with 99 percent confidence, would be 0.09–0.60.$

• It is dependent on how the regression is structured and whether the stock is publicly traded in the first place. The beta we would obtain for Grana Montero would be very different if we used a different time period (five years instead of two), a different return interval (daily instead of weekly) or a different market index (a different Peruvian Index or a broader Latin American or global index).

Figure 4.2: Estimating Risk-Free Currency Rates

Figure 4.3: Measuring Relative Risk for Grana Montero

$ Coefficients on regressions are normally distributed. A 99 percent confidence interval is plus or minus three standard deviations.
As an alternative, it is worth thinking about the determinants of betas, the fundamental factors that cause some companies to have high betas and others to have low betas. The beta for a company measures its exposure to macroeconomic risk and should reflect:

- Products and services it provides and how discretionary these goods and services are: Firms that produce products or services that customers can live without or can hold off on purchasing should have higher betas than firms that produce products and services that are necessities.
- Fixed cost structure: Firms that have high fixed costs (high operating leverage) should have more volatile income and higher betas than firms with low fixed costs.
- Financial leverage: As firms borrow money, they create fixed costs (interest expenses) that make their equity earnings more volatile and their equity betas higher. In fact, the beta for equity in a firm can be written as a function of the beta of the businesses that the firm operates in and the debt to equity ratio for the firm:

\[
\text{Levered (Equity) Beta} = \text{Unlevered Beta} \times \left(1 + (1-\text{tax rate}) \times \frac{\text{Debt}}{\text{Equity}}\right)
\]

A better estimate of beta for a firm can be obtained by looking at the average betas for the businesses that the firm operates in, corrected for financial leverage.

For example, Grana Montero, the Peruvian company, is in three businesses: software and software consulting, construction, and oil extraction. Using estimated betas for each of these businesses and the revenues that Grana Montero derives from each one as weights, we obtain the unlevered beta for the firm:

<table>
<thead>
<tr>
<th>Revenues</th>
<th>% of Firm</th>
<th>Unlevered Beta for business</th>
</tr>
</thead>
<tbody>
<tr>
<td>Construction 1453</td>
<td>77.58%</td>
<td>0.75</td>
</tr>
<tr>
<td>Oil Extraction 225</td>
<td>12.01%</td>
<td>0.90</td>
</tr>
<tr>
<td>Software Consulting 195</td>
<td>10.41%</td>
<td>1.20</td>
</tr>
<tr>
<td>Total 1873</td>
<td>100%</td>
<td>0.81</td>
</tr>
</tbody>
</table>

In August 2008, the firm had outstanding debt of 433 million Peruvian soles and equity market value of 2.4 billion soles. Using Peru’s 30 percent corporate tax rate, we can estimate the beta for the equity in the company:

\[
\text{Levered Beta} = 0.81 \times (1 + (1-0.30) \times \frac{433}{2400}) = 0.92
\]

Given such a situation, when a firm is in multiple businesses with differing risk profiles, it should hold each business up to a different standard, or hurdle rate. In the case of Grana Montero, for instance, the hurdle rates for investments will be much higher in software consulting than in construction.

Input 3: Equity Risk Premiums

The equity risk premium is the collective additional premium that investors demand for investing in any equities or risky assets. Two approaches can be used to estimate the number. The first approach looks at the past and estimates how much of a premium you would have earned investing in stocks as opposed to treasury bonds or bills over long time periods. In Table 4.1 we estimate for premiums ranging from 10 to 80 years.

The problem with using historical risk premiums is illustrated in the numbers in brackets in the table; these are standard errors in the risk premium estimates. Thus, even with an 80-year period (1928–2009), the estimated risk premium for stocks over treasury bonds comes with a standard error of 2.4 percent. With ten years of data, the standard errors drown out the estimates.

<table>
<thead>
<tr>
<th>Year Interval</th>
<th>Arithmetic Average</th>
<th>Geometric Average</th>
</tr>
</thead>
<tbody>
<tr>
<td>Stocks – T. Bills</td>
<td>Stocks – T. Bonds</td>
<td>Stocks – T. Bills</td>
</tr>
<tr>
<td>1928–2009</td>
<td>7.53% (2.28%)</td>
<td>6.03% (2.40%)</td>
</tr>
<tr>
<td>1960–2009</td>
<td>5.48% (2.42%)</td>
<td>3.78% (2.71%)</td>
</tr>
<tr>
<td>2000–2009</td>
<td>-1.59% (6.73%)</td>
<td>-5.47% (9.22%)</td>
</tr>
</tbody>
</table>

Table 4.1: Estimated Equity Risk Premiums
An alternative is to estimate a forward-looking premium, using current stock prices and expected future cash flows. In Figure 4.4, for instance, we estimate an implied equity risk premium for the Standard & Poor's 500 stock index on January 1, 2010. In January 2010, the equity risk premium for the United States, and, by extension, other mature equity markets, was 4.36 percent. This number has been volatile, particularly in the last few years, going from 4.37 percent at the start of 2008 to 6.43 percent in January 2009, and back to 4.36 percent in 2010. Based on the previous number, it seems reasonable to use a 4.5 percent equity risk premium for mature markets, at least for 2010.

An Adjustment for Country Risk

When a company operates in an emerging market, it is exposed to significantly more economic risk, arising from both political instability and the nature of the underlying economy. Even if we accept the proposition that an equity risk premium of about 4.5 percent is reasonable for a mature market, one might expect a larger risk premium when investing in an emerging market.

One simple way to adjust for this additional risk is to add on the default spread for the country in question to the mature market premium. Thus, the total equity risk premium for Peru, which has a sovereign rating of Baa3 and a default spread of 2 percent, would be 6.5 percent. A slightly more involved way of adjusting for country risk is to start with the default spread and adjust this default spread for the higher risk borne by equities in that market. Using Peru as the example again, the standard deviation in weekly returns over the last two years for Peruvian equities is 26 percent and the standard deviation in the bond is 13 percent.

Figure 4.4: Estimated Equity Risk Premium for the Standard & Poor’s 500, January 2010

In 2010, the actual cash returned to stockholders was 40.38. That was down about 40% from 2008 levels.

In January 2010, the actual S&P 500 is at 1115.10. Adjusted Dividends & Buybacks for 2008 = 40.38

Analysts expect earnings to grow 21% in 2010, resulting in a compounded annual growth rate of 7.2% over the next 5 years. We will assume that dividends & buybacks will keep pace.

After 5, we will assume that earnings on the index will grow at 3.84%, the same rate as the entire economy (=risk free rate).

Additional risk premium for Peru = 2% (26/13) = 4%
Total equity risk premium for Peru = 4.5% + 4% = 8.5%

While neither one of these measures is perfect, they offer simple solutions to the country risk issue.

Input 4: Default Spreads

To calculate the cost of borrowing for a firm, we must assess the amount banks will charge to lend, over and above the risk-free rate. This “default spread” can be assessed in several ways:
For the few companies that have bonds rated by a rating agency, we can use the bond rating as a measure of default risk and estimate the spread based upon the rating. For example, the Walt Disney Company, the large American entertainment conglomerate, has an A rating from rating agency Standard & Poor’s. Based on this rating, the default spread in September 2010 was roughly 0.85 percent. Adding this to the ten-year bond rate at the time (2.5 percent) would have yielded a 3.35 percent pre-tax cost to borrow.

For firms with no bonds and no ratings, estimate the interest rate that they likely would have to pay on a long-term bank loan today. This rate would be the pre-tax cost to borrow debt.

In some cases, it is possible to estimate a synthetic bond rating for a company, based on its financial ratios. This rating can be used to estimate a pre-tax cost of borrowing.

Default spreads change over time and reflect both economic uncertainty and investor risk aversion. Table 4.3 shows September 2010 default spreads for bonds in different ratings classes.

Table 4.2: Equity Risk Premiums, January 2010

<table>
<thead>
<tr>
<th>Country</th>
<th>Premium</th>
</tr>
</thead>
<tbody>
<tr>
<td>Albania</td>
<td>11.25%</td>
</tr>
<tr>
<td>Armenia</td>
<td>9.00%</td>
</tr>
<tr>
<td>Azerbaijan</td>
<td>8.25%</td>
</tr>
<tr>
<td>Belarus</td>
<td>11.25%</td>
</tr>
<tr>
<td>Bosnia and Herzegovina</td>
<td>12.75%</td>
</tr>
<tr>
<td>Bulgaria</td>
<td>7.50%</td>
</tr>
<tr>
<td>Croatia</td>
<td>7.50%</td>
</tr>
<tr>
<td>Czech Republic</td>
<td>5.85%</td>
</tr>
<tr>
<td>Estonia</td>
<td>5.85%</td>
</tr>
<tr>
<td>Estonia</td>
<td>5.85%</td>
</tr>
<tr>
<td>Hungary</td>
<td>6.90%</td>
</tr>
<tr>
<td>Kazakhstan</td>
<td>7.20%</td>
</tr>
<tr>
<td>Latvia</td>
<td>7.50%</td>
</tr>
<tr>
<td>Lithuania</td>
<td>7.50%</td>
</tr>
<tr>
<td>Lithuania</td>
<td>7.50%</td>
</tr>
<tr>
<td>Lithuania</td>
<td>7.50%</td>
</tr>
<tr>
<td>Montenegro</td>
<td>9.75%</td>
</tr>
<tr>
<td>Russia</td>
<td>6.00%</td>
</tr>
<tr>
<td>Slovakia</td>
<td>4.85%</td>
</tr>
<tr>
<td>Slovenia</td>
<td>6.00%</td>
</tr>
<tr>
<td>Turkmenistan</td>
<td>12.75%</td>
</tr>
<tr>
<td>Ukraine</td>
<td>12.75%</td>
</tr>
<tr>
<td>Australia</td>
<td>4.50%</td>
</tr>
<tr>
<td>New Zealand</td>
<td>4.50%</td>
</tr>
<tr>
<td>Bahrain</td>
<td>6.08%</td>
</tr>
<tr>
<td>Jordan</td>
<td>7.50%</td>
</tr>
<tr>
<td>Kuwait</td>
<td>5.40%</td>
</tr>
<tr>
<td>Lebanon</td>
<td>12.75%</td>
</tr>
<tr>
<td>Oman</td>
<td>6.08%</td>
</tr>
<tr>
<td>Qatar</td>
<td>5.40%</td>
</tr>
<tr>
<td>Saudi Arabia</td>
<td>5.85%</td>
</tr>
<tr>
<td>United Arab Emirates</td>
<td>5.40%</td>
</tr>
</tbody>
</table>
Table 4.3: Default Spreads, September 2010

<table>
<thead>
<tr>
<th>Rating Moody’s/S&amp;P</th>
<th>Default Spread on Ten-Year Bond</th>
</tr>
</thead>
<tbody>
<tr>
<td>Aaa/Aaa</td>
<td>0.45%</td>
</tr>
<tr>
<td>Aa1/AA+</td>
<td>0.50%</td>
</tr>
<tr>
<td>Aa2/AA</td>
<td>0.55%</td>
</tr>
<tr>
<td>Aa3/AA-</td>
<td>0.60%</td>
</tr>
<tr>
<td>A1/A+</td>
<td>0.75%</td>
</tr>
<tr>
<td>A2/A</td>
<td>0.85%</td>
</tr>
<tr>
<td>A3/A-</td>
<td>1.05%</td>
</tr>
<tr>
<td>Baa1/BBB+</td>
<td>1.50%</td>
</tr>
<tr>
<td>Baa2/BBB</td>
<td>1.75%</td>
</tr>
<tr>
<td>Baa3/BBB-</td>
<td>2.25%</td>
</tr>
<tr>
<td>Ba1/BB+</td>
<td>3.50%</td>
</tr>
<tr>
<td>Ba2/BB</td>
<td>4.50%</td>
</tr>
<tr>
<td>Ba3/BB-</td>
<td>4.75%</td>
</tr>
<tr>
<td>B1/B+</td>
<td>5.00%</td>
</tr>
<tr>
<td>B2/B</td>
<td>5.75%</td>
</tr>
<tr>
<td>B3/B-</td>
<td>6.25%</td>
</tr>
<tr>
<td>Caa/CCC+</td>
<td>7.75%</td>
</tr>
</tbody>
</table>

Since default spreads can and often do change over time, such information must be updated on a frequent basis to reflect current levels.

**Input 5: Tax Rates and Weights for Debt and Equity**

Two additional inputs are needed to calculate the cost of capital. The first is a tax rate to use in computing the after-tax cost of borrowing:

\[
\text{After-tax cost of borrowing} = \text{Pre-tax cost of debt} \times (1 - \text{tax rate})
\]

Since interest expenses save taxes on last dollars of income, the tax rate that should be used is a marginal tax rate. The best source for this rate is the tax code (and not the financial statements of the firm). To illustrate, the marginal tax rate in the United States is a cumulative value, based on a 35 percent federal corporate tax rate plus various state and local taxes. In 2010, the cumulative rate was estimated at approximately 40 percent.

The weights for computing the risk-adjusted cost of capital should be market value weights, since the business has to raise debt and equity in the market to fund its projects at market rates. It also is worth noting that the risk-adjusted discount rate for an individual project may be based on target weights for the entire business, instead of a reflection of the actual funding mix for the project.

**Calculating Risk-Adjusted Rates: A Hypothetical Disney Theme Park in Rio**

In this example, we conduct an analysis for a hypothetical theme park that The Walt Disney Company would build in Rio De Janeiro, Brazil in early 2009. Table 4.4 estimates expected cash flows from the theme park to the company, based on projections of revenues, operating expenses and taxes.

To calculate risk-adjusted discount rates, we follow these steps:

1. Since the cash flows were estimated in dollars, the risk-free rate is the U.S. treasury bond rate at the time, 3.5 percent.

![Table 4.4: Expected Theme Park Cash Flows](image-url)
2. The beta for the theme park business is 0.7829. This was estimated by looking at publicly-traded theme park companies.

3. The risk premium was composed of two parts, a 6 percent mature market premium (the premium used in 2009) and an additional 3.9 percent risk premium for Brazil.

Country risk premium for Brazil = 3.95%
Cost of equity in US$ = 3.5% + 0.7829 (6%+3.95%) = 11.29%

4. In early 2009, the company had a 6 percent pre-tax cost of debt, based on its A rating, a 2.5 percent default spread, and a 38 percent marginal tax rate:

After-tax cost of debt = (3.5% + 2.5%) (1-.38) = 3.72%

5. The company uses a mix of 35.32 percent debt and 64.68 percent equity to fund its existing theme parks. Using these inputs, we can estimate the cost of capital for the hypothetical Rio project:

Cost of capital in US$ = 11.29% (0.6468) + 3.72% (0.3532) = 8.62%

6. We discount the expected cash flows back at the 8.62 percent risk-adjusted discount rate to arrive at a value for the theme park, net of costs, shown in Table 4.5.

The risk-adjusted value for the Rio theme park is $2.877 billion.

Certainty Equivalents

In the certainty equivalent approach, we adjust the expected cash flows for risk, rather than the discount rate, and use the risk-free rate as the discount rate. Adjusting the risk of expected cash flows is the most important aspect of this approach. This adjustment can be calculated using several methodologies, including:

- Compute certainty equivalents, using utility functions. This is very difficult to do and not worth exploring in most cases.
- Subjectively estimate a “haircut”—decrease—to the expected cash flows. This is arbitrary and can lead to different analysts making different judgments of value, based on their risk aversion.
- Convert expected cash flow to a certainty equivalent. This approach is the most straightforward, but it requires an estimate of the risk-adjusted cash flows as a first step.

Once we have determined the risk-adjusted cash flows, we can discount them at the risk-free rate.

Certainty Equivalent Value: Rio Theme Park Example

To estimate the certainty equivalent cash flows, we used the 8.62 percent risk-adjusted discount rate that we obtained for the company’s Rio project in conjunction with the 3.5 percent risk-free rate to adjust each cash flow. To illustrate, the certainty equivalent for the $332 million expected cash flow in Year 4 can be computed as follows:

Certainty Equivalent for Year 4 = \( 332 \times \frac{1.035^4}{1.0862} \) = $274

Repeating this process with each cash flow yields the certainty equivalent cash flows for each year. Discounting all of the cash flows back at the risk-free rate of 3.5 percent yields a risk-adjusted value for the theme park, as shown in Table 4.6.
The risk-adjusted value for the theme park is $2,877 million, identical to the value that we obtained with the risk-adjusted discount rate approach.

### Implications for Decision Makers

Any firm involved in risky activities has to make a good faith effort to estimate the amount of risk exposure for every part of the business, as well as how this exposure translates into a risk-adjusted discount rate. Thus, different components of the same business, with different risk exposures, can have different risk-adjusted rates. These rates can be used in risk-adjusting value, either as discount rates for expected cash flows, or as adjustment factors in deriving certainty equivalents.

While managers might believe that that risk and return models are flawed or that the estimates used in the models are incorrect, this skepticism cannot be viewed as a reason for not estimating risk-adjusted discount rates or using arbitrary numbers.

<table>
<thead>
<tr>
<th>Year</th>
<th>Annual Cash Flow</th>
<th>Terminal Value</th>
<th>Certainty Equivalent</th>
<th>Present Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>-$2,000</td>
<td>-$2,000</td>
<td>-$2,000</td>
<td>$0</td>
</tr>
<tr>
<td>1</td>
<td>-$1,000</td>
<td>-$953</td>
<td>-$921</td>
<td>$0</td>
</tr>
<tr>
<td>2</td>
<td>-$860</td>
<td>-$780</td>
<td>-$729</td>
<td>$0</td>
</tr>
<tr>
<td>3</td>
<td>-$270</td>
<td>-$234</td>
<td>-$211</td>
<td>$0</td>
</tr>
<tr>
<td>4</td>
<td>$332</td>
<td>$274</td>
<td>$239</td>
<td>$0</td>
</tr>
<tr>
<td>5</td>
<td>$453</td>
<td>$356</td>
<td>$300</td>
<td>$0</td>
</tr>
<tr>
<td>6</td>
<td>$502</td>
<td>$375</td>
<td>$305</td>
<td>$0</td>
</tr>
<tr>
<td>7</td>
<td>$538</td>
<td>$384</td>
<td>$302</td>
<td>$0</td>
</tr>
<tr>
<td>8</td>
<td>$596</td>
<td>$405</td>
<td>$307</td>
<td>$0</td>
</tr>
<tr>
<td>9</td>
<td>$660</td>
<td>$427</td>
<td>$313</td>
<td>$0</td>
</tr>
<tr>
<td>10</td>
<td>$692</td>
<td>$10,669</td>
<td>$7,011</td>
<td>$4,970</td>
</tr>
</tbody>
</table>

**Table 4.6: Risk-Adjusted Value for Hypothetical Rio Theme Park (in millions of U.S. dollars)**

**SECTION TASK: RISK-ADJUSTED VALUE**

### Risk-Adjusted Discount Rates

1. Does your firm have a hurdle rate for assessing investments? If so, do you know (roughly) what it is right now?
2. Has this hurdle rate changed over time? Why?
3. Is there only one hurdle rate for all investments or do you have different hurdle rates for different investments? If you use different hurdle rates for different investments, what is the reason?

### Risk-Adjusted Cash Flows

Do you adjust your cash flows for risk? If so, how are they adjusted for risk?

- “Haircut” cash flows on risky investments
- No established approach but it gets done by individual decision-makers
- It happens and I have no idea how it happens
- Other (please describe)
V. MANAGING RISK: ENTERPRISE APPROACHES

Theme
In this section we link enterprise approaches, also known as ERM, with the more established, classical risk-adjusted value approach covered in the previous section and explain how this new approach can contribute to value creation. The section details the steps of a typical ERM process, with specific directions on how to apply these techniques.

Risk Management and Enterprise Value

ERM (or Corporate Risk Management) is a strategic support activity. It creates business value through an integrated process of identification, estimation, assessment, handling, and controlling of risk.

Classical finance assumes market efficiency when assessing the value of the firm. It only focuses on the "beta" to estimate the risk embedded in the company, as we saw in the discussion of the CAPM. In contrast, ERM recognizes the imperfection of markets, imperfect diversification of the investment portfolio, and bankruptcy costs. It allows an enterprise to create value by managing risks. ERM takes a much broader perspective on risk. It introduces a way to think about the enterprise processes that involves a proactive approach to management by directors, managers and employees. Despite differences in view about the beta, ERM techniques use discontinued cash flow valuations to aid decision making on risk treatment.

Enterprise Risk Management (ERM)

“A comprehensive and integrated framework for managing credit risk, market risk, operational risk and economic capital and risk transfer in order to maximize firm value” (Lam 2003)

“Dealing with uncertainty for the organization.” (Monhanan 2008)

“RM is the identification, assessment, and handling of risks enacted through (coordinated) corporate actions to monitor, control, and minimize the adverse effect of unfortunate events or maximize the realization of opportunities.” (Andersen 2010)

“Risk management is a central part of any organization’s strategic management. It is the process whereby organizations methodically address the risks attaching to their activities with the goal of achieving sustained benefit within each activity and across the portfolio of all activities.” AIRMIC 2010 (Risk Management Standard)
The corporate decisions targeted by ERM analysts are all relevant in terms of value generation. ERM is an active approach to risk governance that leads to better investments (maximization of cash flow generated by investments) and aims to reduce the cost of capital. In doing so it helps maximize the company value.

As with the definition of risk there is no universal agreement on the process to be followed in the implementation of ERM. For the purposes of this section we use the AIRMIC\(^3\) approach as a starting point and add a few refinements of our own. Others may wish to use frameworks such as COSO.\(^4\)

Regardless of the approach taken, whether AIRMIC, COSO or another emerging standard, a good risk management process must help the enterprise to:

- Define risks acceptable to the enterprise as a whole—risk policy
- Develop a list of actual and potential risks
- Assess both likelihood and consequences (impact) of the previously identified risks
- Build a value-based model that can estimate the impact of risks on firm value through impacts on cash flows and/or cost of capital
- Determine risks the company should retain, transfer, or avoid

The process certified by AIRMIC requires the analysis to be carried out in four sequential stages:

1. Identification of risk management and enterprise objectives
2. Risk assessment
3. Risk treatment
4. Risk monitoring

---

\(^3\) Association of Insurance and Risk Managers. http://www.airmic.com

\(^4\) Committee of Sponsoring Organizations of the Treadway Commission
STEP 1: Identification of Risk and Enterprise Management Objectives

This is primarily a managerial phase. It begins with determining the enterprise’s approach to risks, including planning for the resources made available for risk management and selecting the general criteria for treating risks. The enterprise selects a risk strategy compatible with the degree of risk aversion that prevails. The directors and managers define strategic objectives and operational goals compatible with the risk aversion of the shareholders who are looking to maximize enterprise value. In this context, all ERM decisions should be made after responding to this simple question: “What impact do top managers’ decisions (hedging or retention action) have on the value of the enterprise for its shareholders?”

STEP 2: Risk Assessment

The second, largely technical, phase of the ERM process is divided into two sub-phases:

- Risk analysis
- Risk evaluation

The risk analysis consists of risk identification and estimation. In the identification of enterprise risks we must identify the potential sources of negative events that are capable of compromising achievement of strategic and operational objectives. Due to the potential losses that might arise, the emphasis will be on identifying downside risk, but the process should also elicit the upside risk and its beneficial effects on enterprise performance.
Risk Identification: Definition and Tools

Risk identification sets out to identify an organization’s exposure to uncertainty.

Risk identification requires intimate knowledge of the firm, the market in which it operates, the legal, social, political, and cultural environment, and sound understanding of its strategic and operational objectives, including factors critical to its success and the threats and opportunities related to achieving of its objectives.

AVAILABLE TECHNIQUES INCLUDE:

- Brainstorming
- Questionnaires
- Business studies on business processes describing both the internal processes and external factor determinants
- Industry benchmarking
- Scenario analysis
- Risk assessment workshops
- Incident investigation
- Auditing and inspection
- HAZOP (Hazard & Operability Studies)

Useful qualitative analytical tools for risk identification include brainstorming, questionnaires and risk assessment workshops. Additional tools include review of publicly available documents for industry benchmarks, as well as investigation of previous incidents and auditing and inspection documents. Business studies focused on internal and external procedures and scenario analysis also can be useful in gaining a better understanding of the potential risk factors.

Once the risks are identified, they need to be described. In this second part of the identification phase, the ERM team creates risk maps in which the failure events are described using the following characteristics:

- Name
- Qualitative description of risk
- Principal up/downside scenarios
- Probability of occurrence
- Identity of person in charge of managing identified risks
- Measurement techniques to monitor identified risks
- Preliminary evaluation of the economic impact of the scenarios presented

### Emerging Market Participants Example: Major Risks (Risk identification contributed by workshop participants)

<table>
<thead>
<tr>
<th>Nigeria</th>
<th>Vietnam</th>
<th>India</th>
</tr>
</thead>
<tbody>
<tr>
<td>Government policy changes</td>
<td>Inflation</td>
<td>Regulatory changes</td>
</tr>
<tr>
<td>Physical security</td>
<td>Foreign exchange changes</td>
<td>Tax rates</td>
</tr>
<tr>
<td>Exchange rate fluctuations</td>
<td>Regulatory changes</td>
<td>Project failure</td>
</tr>
<tr>
<td>IT breakdown</td>
<td>Flooding</td>
<td>Unions</td>
</tr>
<tr>
<td>Electrical power fluctuations</td>
<td>Operational disruptions</td>
<td>Environmental issues</td>
</tr>
<tr>
<td>Customer receivables</td>
<td></td>
<td>Access to resources</td>
</tr>
<tr>
<td>Receivables from state</td>
<td></td>
<td>Corruption</td>
</tr>
<tr>
<td>Theft</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Nepal</th>
<th>Zambia</th>
<th>Uzbekistan</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rebel insurgency</td>
<td>Electrical power fluctuations</td>
<td>Earthquakes</td>
</tr>
<tr>
<td>Political instability</td>
<td>Copper price changes</td>
<td>Regional political instability</td>
</tr>
<tr>
<td>Electrical power fluctuations</td>
<td>IT Failures</td>
<td>Regulatory changes</td>
</tr>
<tr>
<td>Skilled labor</td>
<td>Flooding</td>
<td>Cotton price changes</td>
</tr>
<tr>
<td></td>
<td>Regulatory changes</td>
<td>Gold prices</td>
</tr>
<tr>
<td></td>
<td>Competition</td>
<td>Political restrictions</td>
</tr>
</tbody>
</table>
Managing Risk: Enterprise Approaches

Such a risk map is more detailed than the risk profile. However, it should be noted that there is no single best practice for mapping risks. Many firms can simply list risks related strategic and operational objectives as part of a risk profile.

Risk Estimation

Once the risk map is known, the enterprise must quantify the probability of the event as well as its impact on cash flows, estimating expected and unexpected losses and/or upsides. Based on the nature of tools used, the estimation methods are divided into three main groups:

- Purely qualitative estimates
- Semi-quantitative estimates
- Purely quantitative estimates

Purely Qualitative Estimates

Qualitative methods use descriptive words or scales of value to illustrate the impact and the probabilities of an event. Among the various methods used for qualitative estimates, the Probability-Impact Matrix is among the most common.

Using the P-I Matrix for risk management involves creating a matrix in which risks are identified and classifying the identified risks.

Creating a P-I Matrix requires defining the following:

- A qualitative scale that indicates the probability of the occurrence of a given event. Generally, these observations are grouped into five probability classes: almost certain, very frequent, moderate, improbable, and rare.
- A qualitative scale representing the impact, that is, the possible economic consequences from the occurrence of the event. Generally, there are five impact classes: insignificant, low, moderate, severe, and catastrophic.
- A qualitative scale that assigns a risk rating to every combination of elements (probability-impact). This can take on four different values: extreme, high, moderate, and low.
- Appropriate criteria for a risk rating assessment.

In Table 5.1, we provide an example of a P-I Matrix.

<table>
<thead>
<tr>
<th>Probability</th>
<th>Insignificant</th>
<th>Low</th>
<th>Moderate</th>
<th>Severe</th>
<th>Catastrophic</th>
</tr>
</thead>
<tbody>
<tr>
<td>Almost certain (&gt;50%)</td>
<td>High</td>
<td>High</td>
<td>Extreme</td>
<td>Extreme</td>
<td>Extreme</td>
</tr>
<tr>
<td>Very frequent (20%–50%)</td>
<td>Moderate</td>
<td>High</td>
<td>High</td>
<td>Extreme</td>
<td>Extreme</td>
</tr>
<tr>
<td>Moderate (5%–20%)</td>
<td>Low</td>
<td>Moderate</td>
<td>High</td>
<td>Extreme</td>
<td>Extreme</td>
</tr>
<tr>
<td>Improbable (1%–5%)</td>
<td>Low</td>
<td>Low</td>
<td>Moderate</td>
<td>High</td>
<td>Extreme</td>
</tr>
<tr>
<td>Rare (&lt;1%)</td>
<td>Low</td>
<td>Low</td>
<td>Moderate</td>
<td>High</td>
<td>High</td>
</tr>
</tbody>
</table>

Legend:
- **Insignificant**: Very low impact events of marginal consequence
- **Low**: Management of event risks using routine procedures and controls
- **Moderate**: Requires the identification of an individual responsible for its management and monitoring
- **Severe**: Careful risk evaluation by the officer at the highest hierarchical level
- **Extreme**: Requires a maximum level of attention and an immediate intervention for risk treatment

The Estimation Phase

Risk estimation can be quantitative, semi-quantitative or qualitative in terms of the probability of occurrence and the possible consequence.

- **Qualitative methods**: Probabilities and consequences of events (catastrophic to insignificant) are estimated according to qualitative scaling (analysts’ bias).
- **Semi-quantitative methods**: Qualitative scaling is weighted and transformed into a quantitative scale and a P-I risk synthetic score is computed.
- **Quantitative methods**: Risk is estimated through quantitative methods such as Scenario Analysis, Decision Tree, Monte Carlo Simulation or according to the Value-at-Risk Models. These methods rely on causal distribution estimation (subjective and/or objective methods).
The next step is to assign all previously identified risks to one class of probability and impact. The quality of the results depends on how carefully this step is carried out. It is important to note that the outcome will be affected by the subjective approach of the analyst.

The P-I Matrix is simple to prepare and use. However, it is a screening tool only for pure downside risks. This method overlooks potential beneficial upside effects.

**Semi-Quantitative Estimates**

The semi-quantitative estimate method transforms a series of qualitative judgments into quantitative variables, using numerical scoring systems to arrive at a risk score—a numerical synthetic risk judgment. The transformation takes place when the analyst attaches a score to each qualitative probability and impact class on the P-I Matrix. This yields two sets of scores: one for probability and one for impact. The risk severity is determined by multiplying the probability score by the impact score. For example, an event that is probable and would have severe impact on the corporation will score 50x200=1000. The sum of all risk scores yields the company’s cumulative risk score. This cumulative risk score is called the Severity Risk Index—or Risk Score—as shown in Table 5.2.

**Table 5.2: Calculating the Risk Score**

<table>
<thead>
<tr>
<th>Probability</th>
<th>Score</th>
</tr>
</thead>
<tbody>
<tr>
<td>Almost certain</td>
<td>100</td>
</tr>
<tr>
<td>Probable</td>
<td>50</td>
</tr>
<tr>
<td>Moderate</td>
<td>25</td>
</tr>
<tr>
<td>Improbable</td>
<td>5</td>
</tr>
<tr>
<td>Rare</td>
<td>1</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Impact</th>
<th>Score</th>
</tr>
</thead>
<tbody>
<tr>
<td>Catastrophic</td>
<td>1000</td>
</tr>
<tr>
<td>Severe</td>
<td>200</td>
</tr>
<tr>
<td>Moderate</td>
<td>50</td>
</tr>
<tr>
<td>Low</td>
<td>10</td>
</tr>
<tr>
<td>Insignificant</td>
<td>1</td>
</tr>
</tbody>
</table>

**Risk Evaluation and Enterprise Value: The Value-Based Model**

In this managerial phase, the analyst compares the output from the previous risk estimation phase to the risk policy limits that the board establishes. The objective is to determine whether the hedging decisions generate or destroy enterprise value based on the assumption that only decisions that affect cash flows or cost of capital are relevant.

Active risk management can increase the firm value if the costs generated in hedging a risk are lower than the loss suffered by the company in case of an incident. In Figure 5.1 we suggest an analytical approach to value generated by a hedging decision.
The Risk Evaluation Phase

- Managerial risk management phase
- Compares estimated risks against risk criteria identified by the organization upon completion of risk analysis phase
- Risk criteria include associated costs and benefits, legal requirements, socioeconomic and environmental factors, stakeholders’ concerns among others
- Evaluation used to make decisions about the significance of risks to the organization, whether to accept each risk, or whether to treat according to DCF model

STEP 3: Risk Treatment: Principal Strategies and Methods

All risks that are identified, estimated, and evaluated are subject to a risk treatment decision. There are four potential outcomes of the decision:

1. Risk avoidance
2. Risk transfer
3. Risk reduction
4. Risk retention

The risks are alternatively avoided or accepted. If accepted, they can be retained by the firm, reduced through diversification (risk reduction) or transferred to third parties (risk transfer). The risk treatment decision should be consistent with the guidance criteria of value maximization.

Risk Avoidance

Whenever a risk generated by a project is not consistent with the company risk policy, the decision maker should avoid this particular risk. The enterprises should avoid investing in projects if the cost of hedging is greater than the value generated by the project, resulting in destruction of value.

Risk Transfer, Also Known as Risk Hedging

Instead of avoiding risk altogether, management may decide to assume the risk generated by a project and pass along this risk to a third party through risk hedging. Typically, this is done through purchase of insurance policies or financial derivatives that can reduce variability of cash flows and/or lower the cost of capital.

Useful tools to transfer risks to third parties include futures and options, swaps, insurance, and other more innovative financial products, such as risk-linked securities and contingent capital.

Risk Retention

Retention is the decision to maintain the risk in the enterprise. Typically, risks are retained in two different ways. Either they can be expressly retained according to the firm’s risk strategy or they are retained simply because they have not been identified and evaluated in the ERM process. Hence, as Shimpi notes, “A risk neglected is a risk retained.”5 The size and relevance of risk retained should guide the decision on how much equity to raise to sustain potential losses generated by the projects. The capital raised on the market should be proportionate to the risk retained by the firm. Inadequate capital can bring the firm into financial distress and might end in bankruptcy.

Figure 5.1: The Individual Hedging Decision Value

The DCF framework is useful to rank preferences and to select risks to avoid, mitigate, or retain.

\[
\text{Hedging decision value} = \sum_{t=0}^{T} \frac{E(IHC_{ft}^{*}) - CH}{(1+r)^t} + \Delta MI
\]

Where:

- \(E(IHC_{ft}^{*})\) are the expected incremental positive cash flows generated by the hedging decision (i.e., tax advantage, greater efficiency in investing)
- \(R_j\) is the cost of equity = risk free + \(B^*\) equity premium (if Beta =1, \(R_j = R_m\))
- \(HC_{-}\) are the negative cash flows associated with the hedging decision (i.e., cost of insurance)
- +/- \(\Delta MI\) market imperfections (i.e., asymmetry of information, regulation, risk specific assets)

Risk Taking: a Corporate Governance Perspective

Risk Reduction, Diversification and Other Policies

The risk manager also can pursue a risk reduction behavior by engaging in a policy of investment portfolio diversification.

Diversification is a useful tool for risk reduction when the decision maker can split investments into diversified activities. In emerging markets, where conglomerates are a common organizational structure, conglomerate firms operating in these markets can reduce risk by investing in assets with uncorrelated returns.

STEP 4: Monitoring Incurred Risks

The last phase of the integrated risk management process is monitoring. This phase is both technical and managerial. Senior decision makers, including board members, must identify the risks to be monitored and middle managers need to ensure that these risks are reported. Regardless of who is responsible for which tasks, it should be noted that retained risks require monitoring. This monitoring is a check on the business variables identified as potential sources of risk that management has voluntarily decided to assume.

Many boards review their P-I Matrix regularly or review their risk score as a way to monitor such risks. Among the considerations:

- Obsolescence of outcomes from the risk analysis: Decision makers must be aware of when key assumptions in their risk analyses no longer apply and when the environment changes drastically. In the 2008 crisis, many risk models failed because the normal distribution embedded in many models to estimate market risks was no longer applicable.
- Quality and effectiveness of the risk process: Firms must monitor and audit the risk management process itself. Board members and senior managers need to ensure the process remains appropriate and updated.

Implications for Decision Makers

This section provides a series of useful steps that can guide a decision maker in implementing ERM. Not all firms are able to implement a comprehensive ERM framework due to lack of resources. Still, it is important for all companies to identify and map their risks, including small- and medium-sized companies and early stage start-ups. As firms gain confidence and develop their risk management capacity, the full ERM process can be deployed.

Section Task: Implementing ERM

What are the five main risks faced by companies in your country? What are the five risks that affect your company the most? Work with another director/manager to design a P-I Matrix.

Tools for Risk Retention and Risk Transfer

- Capital structure: a mix of financers is important to mitigate both market and firm-specific risks
- Insurance-linked securities issued by the firm
- Insurance is good for almost all types of risk but insurance cannot protect against core business risk. No risk, no return!
- Forwards, futures, and options are important primarily to mitigate commodities and currency risk
- Swaps, such as interest rate swap, credit default swap, and currency swap address market risks
- Contingent capital

Risk Monitoring

Risk monitoring and control includes the following:

- Identify, analyze, and plan for new risks
- Track identified risks and monitor trigger conditions
- Review project performance information such as progress/status reports, issues, and corrective actions
- Re-analyze existing risks to see if the probability, impact, or proper response plan has changed
- Review the execution of risk responses and analyze their effectiveness
- Ensure proper risk management policies and procedures are being utilized

Risk Monitoring and Control includes the following:

- Identify, analyze, and plan for new risks
- Track identified risks and monitor trigger conditions
- Review project performance information such as progress/status reports, issues, and corrective actions
- Re-analyze existing risks to see if the probability, impact, or proper response plan has changed
- Review the execution of risk responses and analyze their effectiveness
- Ensure proper risk management policies and procedures are being utilized
VI. TOOLS FOR BETTER RISK DECISION MAKING: PROBABILISTIC APPROACHES

Theme
One problem with risk-adjusted value approaches is that analysts are required to condense their uncertainty about future outcomes into a set of expected cash flows. Probabilistic approaches take a richer and more data-intensive view of uncertainty, allowing for extreme outcomes, both good and bad. In the process, a better sense of how risk can affect a venture is developed, and enables consideration of appropriate ways to manage this risk. This section looks at such tools.

Probabilistic Approaches
There are many ways to make uncertainty explicit in an analysis. The simplest way is to ask “what if?” questions about key inputs and look at the impact on value. This is called sensitivity analysis. It allows analysts to examine extreme outcomes and evaluate the sensitivity of the outcome to changes in individual assumptions.

Another approach is to estimate the outcomes and value under viable scenarios in the future, ranging from very good scenarios to very bad ones. Attaching probabilities to these scenarios yields a result.

A third approach—and arguably the most robust—is to use probability distributions for key inputs rather than expected values and run simulations in which a single outcome from each distribution is selected and the value is calculated. This simulation process is repeated many times and the resulting outcomes for the investment are presented to decision makers.

Sensitivity Analysis
The value of an investment and its outcome will change as the values ascribed to different variables change. One way of analyzing uncertainty is to assess the sensitivity of decision outcomes to changes in key assumptions. With the advent of more powerful computers and more data this process has become easier. The analysis should focus on the two or three most important variables. The sensitivity analysis output should be presented succinctly, in a way that helps decision makers.

Scenario Analysis
Scenario analysis is best employed when the outcomes of a project are a function of the macroeconomic environment and/or competitive responses. As an example, suppose that Boeing, a leading global aircraft manufacturer, is considering the introduction of a new, large capacity airplane, capable of carrying 650 passengers, called the Super Jumbo, to replace the Boeing 747. Cash flows will depend on two major, uncontrollable factors:

- The growth in the long-haul, international market, relative to the domestic market. Arguably, a strong Asian economy will play a significant role in fueling this growth, since a large proportion of it will have to come from an increase in flights from Europe and North America to Asia.
- The likelihood that the company’s primary competitor—Airbus—will come out with a larger version of its largest capacity airplane over the period of the analysis.
In Table 6.1, we look at three possible outcomes for each of these factors and the number of planes the company might expect to sell under each outcome.

<table>
<thead>
<tr>
<th></th>
<th>Airbus Large Jet</th>
<th>Airbus A-300</th>
<th>Airbus abandons large capacity airplane</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>High Growth</strong></td>
<td>120 (12.5%)</td>
<td>150 (12.5%)</td>
<td>200 (0%)</td>
</tr>
<tr>
<td><strong>Average Growth</strong></td>
<td>100 (15%)</td>
<td>135 (25%)</td>
<td>160 (10%)</td>
</tr>
<tr>
<td><strong>Low Growth</strong></td>
<td>75 (5%)</td>
<td>110 (10%)</td>
<td>120 (10%)</td>
</tr>
</tbody>
</table>

The probabilities for each scenario are included in brackets below the number of planes. To illustrate, the best scenario for this manufacturer is high growth in Asia and that the competitor abandons the large capacity aircraft market. Under this scenario, the company could expect to sell 200 planes a year. Still, the probability of such a scenario is marginal at best. The worst scenario is if Asian growth slows and the competitor introduces its own version of the Super Jumbo. In this case, the company would be able to sell only 75 aircraft each year. There is a 5 percent chance that this scenario will unfold. The expected value of going ahead with the Super Jumbo can be assessed under each scenario and the expected value can be computed across the scenarios, using the probabilities.

### Decision Trees

Some firms face sequential risks, a situation in which it is necessary to move through one stage successfully before proceeding to the next stage. Decision trees are useful for such risks. A classic example is the drug development process in the United States. The new drug must be developed and tested. Then, it must pass through various stages in the Federal Drug Administration’s approval process before it can be produced. At each stage, the drug could be rejected. The information gathered at each of the stages can help refine estimates of what will happen in subsequent periods.

In Figure 6.1, we use a decision tree to examine whether a diabetes drug should be tested by a firm. The firm is unsure about whether the drug will work and, if it does, whether it will work only on Type 1 diabetes, only on Type 2 diabetes or on both.
Thus, the firm will have to spend $50 million to test the drug. If the initial drug test is successful, with an estimated 70 percent probability, more extensive tests will help determine the type of diabetes it can treat. Probability estimates suggest a 10 percent chance that the drug will treat both diabetes types, a 10 percent chance that it will treat only Type 2, a 30 percent chance that it will treat only Type 1, and a 50 percent chance that it will not work at all. We then estimate how much value the firm is expected to extract from the drug in each of the paths.

**Simulations**

A simulation allows for the deepest assessment of uncertainty because it lets analysts specify distributions of values rather than a single expected value for each input about which they feel uncertain. Thus, if you are uncertain about operating margins, you can allow the margins to be normally distributed, for example, with an 8 percent expected value and a 2 percent standard deviation. After specifying distributions and parameters for the key inputs, a value picked from each distribution is extracted and the outcomes are computed. This single simulation is repeated multiple times and the computed values are plotted as a distribution of possible outcomes.

**Value at Risk (VAR)**

Value at Risk, or VaR, measures the potential loss in value of a risky asset or portfolio over a defined period for a given confidence interval. Thus, if the VaR on an asset is $100 million in a one-week period at the 95 percent confidence level, there is a 5 percent chance that the value of the asset will drop more than $100 million over a given week.

VaR is comprised of:
- Specified level of loss in value
- Fixed time period over which risk is assessed
- Confidence interval

The VaR can be specified for an individual asset, portfolio of assets, or for an entire firm. For an individual asset, the VaR is a simple extension of the probabilistic approaches.
VaR has been used most widely at financial service firms, where the risk profile is constantly shifting and a big loss over a short period can be catastrophic. This is partly because these firms have comparatively small amounts of equity, relative to the bets that they make. It also is due, in part, to regulatory constraints. Thus, an investment bank will compute the VaR at the end of each trading period by aggregating the risks of all of the open positions in which the bank has capital at risk, including long and short positions.

To manage risk and keep it at levels that do not imperil survival, the investment bank will set a limit on the VaR. Typically, this limit is set by looking at the amount of the bank’s capital and how close the bank is operating to regulatory limits. Other things remaining equal, the more capital reserves a bank has, the greater its capital buffer in excess of the regulatory limit. If the internal VaR limit is exceeded, trading positions should be closed or modified to bring the VaR back within prudent limits.

The collapse of Bear Stearns and Lehman Brothers in 2008, as well as the near-death experiences of many other investment banks, is clear evidence that VaR, at least as practiced today, fails to do an adequate job in measuring risk in crisis periods. In fact, focusing on VaR as the central risk measure in a firm comes with several limitations:

• Focus is too narrow and the VaR can be wrong: Regardless of approach used to estimate VaR, it remains an estimate and can be wrong. In statistical terms, this means that the VaR estimate contains a large standard error.

• The “Black Swan”: No matter how they are framed, VaR approaches have their roots in the past. As long as markets are mean-reverting and stay close to historical norms, VaR will work. If there is a structural break, VaR may provide little or no protection against calamity. This is the “black swan” event that Nassim Nicholas Taleb popularized in his books Fooled by Randomness and The Black Swan. In his books, Taleb suggests that the focus on normal distributions and historical data leaves firms exposed to new risks that can potentially wipe them out.

SECTION TASK: PROBABILISTIC APPROACHES

1. Do you use probabilistic approaches in your firm?
2. If yes, which approach do you use?
   a. “What if?” analysis
   b. Scenario analysis
   c. Decision trees
   d. Simulation
3. If no, do you think that there is potential for a probabilistic approach? Do you use the Value at Risk approach in your firm?
4. If it is used, how often it is computed?
5. How is it computed?
   a. Variance Covariance Matrix
   b. Historical simulation
   c. Monte Carlo simulation
6. If your firm uses VaR, does it also use other risk measures? Which one?
VII. CREATING VALUE FROM RISK TAKING

Theme
When managing a firm’s risk, the ultimate objective is to make the firm more valuable. Thus, it is important to consider how risk management affects the value of a firm. The most straightforward way to do this is to start with the conventional drivers of firm value and look at how individual risk management actions affect these drivers.

In this section, we also look at the costs and benefits of hedging and whether the firm should hedge, even if the benefits exceed the costs. What is the rationale for hedging? How can it increase the value of a business? We examine choices on hedging risk and address how to identify optimal hedging approaches.

How Risk Management Affects Value

Creating Value from Risk Management

Exploit upside potential – reduce downside risk

1. Pursue the potential of new opportunities

2. Cover against the potential for downside losses

3. Improve the risk-return profile

Effective risk management can increase the average return and reduce the variance in return.

The Value of Risk Management

Does it pay to avoid potential losses and take advantage of new opportunities?

The high performers can handle all types of risk including hazards, economic risks, operational risks, and strategic risks.

Analyses of corporate data show positive relationships between effective risk management and average performance, after controlling for industry and size effects.

So, the empirical evidence is favorable!

Effective risk management (ERM)

1ERM = the ability to handle external market volatilities and generate smooth net cash inflows or earnings over time.

Four sets of inputs determine the value of a business. These include:

- **Cash flow generation from assets** in place and investments already made
- **Expected growth rate in the cash flows** during periods of high growth and excess returns, when the firm earns more than its cost of capital on its investments
- **Time period** elapsing before the firm becomes a stable growth firm
- **Discount rate** that reflects the risk of the investments made by the firm and the financing mix used to fund them

These factors are illustrated in Figure 7.1.

**VALUE FROM RISK HEDGING**

Given that the value of the firm is a function of the cash flows from existing assets, the growth rates, the length of the competitive advantage period, and the cost of capital, a risk management action can affect the value of the firm if it alters one or more of these inputs.

Since our definition of risk encompasses both the upside and the downside, we can categorize risk management actions into those that are designed primarily to reduce exposure to downside risk (risk-hedging actions) and those that are more generally focused on increasing exposure to upside risk (risk-taking actions). Thus, buying insurance or entering into forward or options contracts to cover foreign exchange exposure in the future would be classified as risk-hedging actions whereas introducing a new product or service or entering a new market would be categorized as risk-taking action.

**The Costs of Hedging**

The benefits of hedging must be weighed against the cost to do so. Costs can range from small to large, depending on the type of risk being hedged and the product used to hedge the risk. In general, the costs of hedging can be broken down into explicit costs, which show up as expenses in financial statements and implicit costs, which may not show up as expenses but can affect earnings in dramatic ways.

- **Explicit costs**: When companies hedge against risk by purchasing insurance or put options, the cost of hedging is the cost of buying the protection against risk. It increases costs and reduces income.
- **Implicit costs**: When buying or selling futures or forward contracts, there is no upfront explicit cost. However, there is an implicit cost. This process means...
forfeiting upside for downside protection. Thus, a gold mining company that buys futures contracts to lock in the price of gold might not face explicit costs at the time it enters into these agreements. In the future, though, the company could report sharply lower earnings in future periods, if gold prices exceed the futures price.

A Framework For Risk Hedging

Fundamentally, it makes sense for firms to hedge a risk if both of the following conditions hold:

- The benefits of hedging the risk exceed the costs: Bringing together the tax benefits, the reduced distress costs, and improved investment decisions, do the benefits exceed the costs? If the answer is no, the firm should not hedge that risk.
- It is less expensive for the firm to take responsibility for hedging the risk: Even if the benefits exceed the costs, the firm has to follow up by examining whether it is less expensive for the firm to hedge this risk or whether it makes more sense for investors to hedge on their own.

For example, firms facing exchange rate risk can choose to hedge this risk, but it might be less expensive for institutional investors to do so on their own, since some portion of the risk could be eliminated by the portfolio.

Figure 7.2 provides a flow chart for determining when it makes sense to hedge risk and when it does not.

Approaches to Hedging

Assuming that a firm has reached the conclusion that hedging risk makes sense, there are several ways in which it can reduce or eliminate its exposure to a specific risk.

- **Investment choices**: A firm might achieve a partial hedge against some types of risk by investing in many projects across geographical regions or businesses.
- **Financing choices**: Matching the cash flows on financing to the cash flows on assets can also mitigate exposure to risk. Thus, using peso debt to fund peso assets can reduce peso risk exposure.
• **Insurance:** Buying insurance can provide protection against some types of risk. In effect, the firm shifts the risk to the insurance company in return for a payment.

• **Derivatives:** In the last few decades, options, futures, forward contracts, and swaps have all been used to good effect to reduce risk exposure.

In combating event risk, a firm can either **self insure** or use a **third party insurance** product. Self insurance makes sense if the firm can achieve the benefits of risk pooling on its own, does not need the services or support offered by insurance companies, and can provide the insurance more economically than the third party.

### Implications for Decision Makers

The objective in risk management is to increase the value of a business. To accomplish this objective, it is important to consider the way in which a given risk management action will translate into one of the business value inputs: cash flows from existing assets, value-adding growth, length of the competitive advantage period, and cost of capital. Actions that do not affect any of these inputs are value neutral, so time spent on them is time wasted. Actions that reduce value are perverse and should be eliminated from the risk management list.

Hedging decisions should not be based on inertia (we have always hedged that risk) or on fear. They have to be based on an assessment of the risks the firm faces and whether it makes economic sense to hedge some or all of these risks. Hedging risks can create more stable earnings and cash flows while at the same time reduce the value of the firm, because the costs exceed the benefits.

### Section Task: Value and Risk at Your Firm

**Do you have a risk manager or someone responsible for risk management at your firm?**

- **Yes**
- **No**
- **Not sure**

**If yes,** what is the job description? Is it to measure risk and report to top management, monitor risk taking, hedge risks or something else?

- **If no,** how is risk managed in your organization?

**Do you hedge risks at your firm?**

- **a. Yes**
- **b. No**
- **c. Not sure**

**If you hedge risk, what types of risks do you hedge?**

- **a. Input cost risk:** cost of raw materials used for operations
- **b. Output price risk:** price of products sold
- **c. Exchange rate risk**
Strategic Risk Taking and Value

Returning to the framework that related value to fundamental inputs, there are four basic inputs that drive value: cash flows from existing assets, the expected growth rate during the high growth period, the length of the competitive advantage period, and the cost of capital. Exploiting risk well can affect each of these inputs:

- Cash flows from existing assets: Better risk taking can lead to more efficient operations and higher cash flows from existing assets.
- Higher expected growth rate: More efficient risk taking can lead to more reinvestment and higher returns on capital, both of which can translate into higher value-adding growth.
- Length of competitive advantage growth period: Good risk taking can be a significant competitive advantage by itself, but exploiting risks better than the rest of your competitors requires bringing something to the table that is unique and different.
- Discount rate: Risk taking that increases potential upside, while minimizing or reducing downside risk, can provide the best of both worlds—higher cash flows and lower discount rates.

The impact of risk taking on each of the valuation inputs is captured in Figure 8.1.
Taking Advantage of Taking Risks

To exploit risk better than your competitors, you need to bring something to the table. Successful risk-taking firms can exploit several advantages, including:

- Information advantage: In a crisis, getting better information and getting it early can be a huge benefit.
- Speed advantage: Being able to act quickly and appropriately can allow a firm to exploit opportunities that open up in the midst of risk.
- Experience/knowledge advantage: Firms and their managers that have been through similar crises in the past can use what they have learned.
- Flexibility: Building in the capacity to change course quickly can be an advantage when faced with risk.
- Resource advantage: Having superior resources can allow a firm to withstand a crisis that devastates its competition.

All crises put firms to the test, and while it is not fair, firms that have access to more resources, such as capital and personnel, are better positioned to survive than firms lacking these resources. Firms can gain a resource advantage through:

- Capital access: Being able to access capital markets allows firms to raise funds in the midst of a crisis. Firms that operate in more accessible capital markets should have an advantage over firms that operate in less accessible capital markets.
- Debt capacity: Preserving debt capacity is an advantage because this capacity can be accessed in times of crisis. Firms that operate in risky businesses should hold less debt than they can afford. In some cases, this debt capacity can be made explicit by arranging lines of credit in advance of a crisis.

Emerging Market Example: An Indian Conglomerate Exploits its Superior Access to Capital*

During the international economic crisis of 2008, Tata, an Indian conglomerate, was flush with cash. Prior to the crisis, the conglomerate had been building its cash resources as it foresaw future market instability. Once the crisis was fully upon the international financial market, Tata found that its sterling reputation and strong balance sheet allowed it to access capital despite the severe credit squeeze. Due to this foresight, Tata gained a liquidity advantage over its rivals. In this period, the conglomerate was able exploit this competitive advantage by negotiating several acquisitions at favorable prices. In fact, Tata was frequently the only buyer during such negotiations, because potential rivals could not finance the deal, due to lack of comparable access to cash.

* This example was provided by a workshop participant.
Organizing for Risk Taking

There are several keys to becoming a strong risk-taking firm, including:

• Hiring the right people
• Creating incentives for good risk taking
• Aligning organizational size and structure with risk taking
• Understanding the decision-making context
• Integrating risk analysis with the strategy process
• Monitoring and responsiveness
• Ensuring adequate capital for risks retained
• Building the optimal risk governance and management structures
• Balancing quantitative and qualitative decision making

Here, we discuss each of these factors in turn.

Hiring the Right People

Good risk taking requires good risk-taking personnel, but what are the characteristics of a good risk taker? Research in the last few decades suggests that good risk takers have the following characteristics:

• They are realists who still manage to be upbeat.
• They allow for the possibility of losses but are not overwhelmed or scared by the potential for losses.
• They keep their perspective and see the big picture, even in the midst of a crisis.
• They make decisions with limited and often incomplete information.

How can a firm hire and retain good risk takers?

• Have a hiring process that looks beyond technical skills to consider crisis management skills. The hiring process should look at how people react when exposed to change and instability, in addition to considering background and technical skills.
• Accept that good risk takers will not be model employees in stable environments. People who seem most attuned to risk can be disruptive in more placid times.
• Keep risk takers challenged, interested, and involved. Boredom will drive them away.
• Surround them with kindred spirits.

Creating Incentives for Good Risk Taking

Self interest is the strongest force driving the way in which individuals make decisions. In risk management terms, the biggest factor determining risk taking and whether it is good or bad is the incentive system in place. In a perfect world, we would reward managers who expose the firm to the right risks and punish those who expose it to the wrong risks. In practice, though, we often reward or punish decision makers based on outcome rather than process.

Thus, a trader who takes an imprudent risk but succeeds might earn millions of dollars in compensation, while one who takes a prudent risk and fails might lose his job.

In recent years, firms have started to offer managers equity options as compensation, or they have instituted bonus systems or compensation tied to profits earned based on decisions these managers made. It can be argued that both systems are asymmetric—they reward upside risk taking too much while punishing downside risk taking too little—leading to too much risk taking.
Finding the appropriate compensation system is not a simple task. Key to success here is balance, for a symmetrical system that punishes downsides about as much as it rewards upsides, and rewards process as much as outcome.

Aligning Organizational Size and Culture with Risk Taking

Organizations can encourage or discourage risk based on how big they are and how they are structured. Large, layered organizations tend to be better at avoiding risk whereas smaller, flatter organizations tend to be better at risk taking. Each type of organization has to be kept from its own excesses. Bureaucratic, multi-level organizations err on the side of too little risk and have a difficult time dealing with change and risk. Flatter organizations tend to be much more agile and flexible in the face of change, but the absence of checks and balances also makes them more susceptible to lone rangers undercutting their objectives.

The culture of a firm also can act as an engine for or as a brake on sensible risk taking. Some firms are more open to risk taking and its positive and negative consequences. How the firm deals with failure is another indicator of the company’s risk culture: risk takers are seldom punished for succeeding.

Understanding the Decision-Making Context

Directors often are required to make high-stakes decisions under less than ideal conditions. They often have inadequate information and time to engage in exhaustive analysis. Even if they had time, the cost of collecting information could be a deterrent. And even with sufficient information and enough time, managers are hindered by their own cognitive limitations, including bounded rationality. Not only do directors have to face individual constraints, they act in a group and are subject to the dysfunction inherent in group decision making.

An average decision process can be divided into several steps, including:

- Setting objectives
- Searching for alternatives
- Evaluating alternatives
- Choosing alternatives
- Implementing decisions
Cognitive Biases

Decision makers may repress uncertainty and act on simplified models they construct.

1. Formulate goals and identify problems
   Prior hypothesis: problem identification is affected by erroneous beliefs
   Adjustment and anchoring: influence of previous judgments and values
   Reasoning by analogy: impose simpler analogies to complex situations
   Escalating commitment: increase commitment when a project is failing

2. Generate alternatives
   Single outcome: focus on a single goal or preferred alternative
   Impossibility: discard non-preferred alternatives by inferring that it is impossible to implement
   Denying value trade-offs: over-valuation of a preferred alternative
   Problem sets: imposing an often-used problem solution

3. Evaluate alternatives and choice
   Insensitivity to predictability: ignoring the reliability of information
   Illusion of validity: observations may reflect a different concept or data can be confounded
   Insensitivity to sample size: generalizing from a small data sample or a limited set of examples
   Devaluation of partial description: discounting alternatives that are only partially described

Cognitive biases can arise at all stages of the decision-making process. They can all lead to bad decision outcomes!


Cognitive biases can distort the outcomes by acting at various points in this flow. These cognitive biases lead to bad decisions as alternatives are not properly defined, the appropriate information is not collected, and costs and benefits are not weighted accurately. Awareness of these decision-making dysfunctions will help alert directors and their risk managers to these potential failures. Directors can try to alleviate the problems by viewing a problem from different perspectives, seeking opinions from different sources, and thinking through their positions clearly before negotiating.

Integrating Risk Analysis with the Strategy Process

The strategy planning process and the risk management process can be combined into a single framework. If they are not combined, at minimum the two should be linked and opportunities taken to exploit efficiencies by undertaking joint data collection and analysis. Further, risks can be defined in terms of their potential influence on the ability of the enterprise to meet its strategic objectives.

During the strategy planning process, risk analysis is an implicit part of the process, even if it is not addressed specifically, as the desirability of various strategic alternatives are assessed for their risk and reward offering. Additional effective risk mitigation might be needed to realize the benefits of strategic initiatives pursued.

Risk analysis is also implicit in many standard strategy planning tools. For example, analysis of the strengths, weaknesses, threats, and opportunities imply discussions about risks. Internal and external analyses are inherently environmental risk assessments at the strategic level and strategic planning generally proposes ways to deal with the identified strategic risks.
Monitoring and Responsiveness

Great risk-taking firms also have mastered the monitoring and responsiveness phases. Organizationally, this means each risk is “owned” by specific managers who are accountable for their monitoring and for initiating responses where needed. Prioritization of risks helps the board decide at which level the risk will be “owned” and the frequency of follow-up and reporting. Adequate resources, including information technology and personnel, are needed to ensure that the required level of monitoring and responsiveness is achieved.

Ensuring Adequate Capital for Risks Retained

The 2008 crisis highlighted the importance of capital adequacy to preserve the business continuity of firms. Long an issue for financial firms, capital adequacy has become important for non-financial firms as well, because of the Basel II regulations aimed at maintaining financial stability. Risk management tools and techniques allow for expansion of potential financing sources with the intent of minimizing the cost of capital and maximizing the value of the enterprise.

Preserving the Enterprise’s Options

Even if you are a sensible risk taker and measure risks well, you will be wrong a substantial portion of the time. Sometimes, you will be wrong on the upside—you underestimate the potential for profit—and sometimes, you will be wrong on the downside.

Successful firms preserve their options to take advantage of both scenarios:

- To expand an investment, if faced with the potential for more upside than expected
- To abandon an investment, if faced with more downside than expected

Real options give firms flexibility to take advantage of scenarios such as these.

Building the Optimal Risk Governance and Management Structure

Directors who take the time to understand risks, risk tools, and modern approaches to risk taking have taken a critical step towards providing appropriate risk oversight for their firm. Some boards delegate detailed risk-taking tasks to a risk committee or audit and risk committee. Some firms have a risk committee and an audit committee. Firms with both committees might want to ensure a membership overlap, perhaps at the chairperson level, with the chair of one committee sitting as a member of the other.

There is no single correct way to organize a risk function to suit every firm. Financial sector firms, particularly those engaged in trading, are challenged to have risk managers who are independent from trading but who have sufficient market focus to understand the trades. The essential issue here is the balance of power and know-how between the back office and the front office. Some financial firms use a decentralized or distributed model in which risk managers...
report to the business head or chief financial officer of the trading business unit. In this structure, the risk manager is embedded in the business.

Other firms prefer a centralized model, with a risk department headed by a chief risk officer reporting directly to the chief executive officer. The structure tends to elevate the authority of the risk officers within the enterprise.

Some firms use hybrid structures, balancing between centralized and decentralized models depending on the complexity of the business. Regardless of the structure used, financial institutions must recruit individuals with significant business/trading experience who hold advanced degrees to assume positions as senior risk managers.

In the real sector, the issues focus more heavily on the relationships between chief risk officer, internal auditor, and the board. Here, too, there is no consensus on a right or a wrong approach. Increasingly, however, the chief risk officer has a matrix reporting relationship to the board or risk committee as well as a daily administrative reporting line to the chief financial officer or the chief executive. Some firms have combined their risk and internal audit functions; the most senior officer assumes the dual reporting position.

**Balancing Quantitative and Qualitative Decision Making**

Recent increased interest in behavioral finance has reminded us that despite the numbers, understanding the human element is an important part of risk decision making. Becoming too dependent on numerical risk measures can also lead managers to ignore risks that do not have a quantitative basis. Good risk takers are the managers who can balance quantitative and qualitative factors in their decision making.

**Implications for Decision Makers**

Building a successful risk-taking organization requires several components. To become a better risk taker than the competition, a firm has to have competitive advantages. It has to act faster than everyone else, with better information, and to better effect.

**SECTION TASK: ASSESS THE RISK-TAKING CAPABILITIES IN YOUR ORGANIZATION/FIRM**

<table>
<thead>
<tr>
<th>Dimension</th>
<th>Your organization’s standing</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Are the interests of managers aligned with the interests of capital providers?</td>
<td>Aligned with stockholders Aligned with bondholders Aligned with their own interests</td>
</tr>
<tr>
<td>2. Do you have the right people in place to deal with risk?</td>
<td>Too many risk takers Too many risk avoiders Right balance</td>
</tr>
<tr>
<td>3. Is the incentive process designed to encourage good risk taking?</td>
<td>Discourages all risk taking Encourages too much risk taking Right balance</td>
</tr>
<tr>
<td>4. What is the risk culture in your organization?</td>
<td>Risk seeking Risk avoiding No risk culture</td>
</tr>
<tr>
<td>5. How much flexibility do you have to exploit upside risk and protect against downside risk?</td>
<td>Good on exploiting upside risk Good in protecting against downside Good on both</td>
</tr>
</tbody>
</table>

**Emerging Market Example: Bank in Colombia**

At a retail commercial bank in Colombia, the board has a joint audit and risk committee chaired by an independent director—a qualified economist formerly employed in the supervision unit of the central bank. The board committee is supported by a risk committee with a membership of senior executives including the CEO and chief risk officer—CRO. The CRO reports to the CEO and meets monthly with the chair of the joint audit and risk committee. The risk committee coordinates the work of its three supporting committees: credit risk, operating and security risk, and asset and liability management committee. In keeping with Basel II requirements, capital adequacy is monitored daily using VaR and stress testing. However, most of the bank’s risk policy focuses on credit risk. There are detailed approval limits, credit scoring, and credit concentration limits by client and sector. The bank also prioritizes security issues, relying on external consultants for assistance.

Good risk takers gain their status by design, both in strategy and organization structure. First, the right people are required; good risk takers are not always good organizational people. Second, they must have a stake in the outcome that makes them think like the owner. Compensation systems should reward the right processes for dealing with risk, rather than outcomes. Third, a corporate structure and culture compatible with good risk taking must be built.
IX. CONCLUSIONS

Main Propositions About Risk

1. Risk is everywhere.
2. Risk is threat and opportunity.
3. People are ambivalent about risk and not always rational in the way they deal with it.
4. Not all risk is created equal: small/large, symmetric/asymmetric, continuous/discrete, macro/micro.
5. Risk can be measured.
6. Risk measurement and assessment should lead to better decisions.
7. The key to risk management is deciding which risks to hedge, which risks to pass through and which risks to take.

GOOD RISK MANAGEMENT = GOOD MANAGEMENT

Basic Steps in Building a Good Risk Management System

The steps in building a good risk management system are outlined below:

1. Make an inventory of possible risks. The process has to begin with an inventory of all the potential risks to which a firm could be exposed. This will include firm-specific risks, risks that affect the entire sector, and macroeconomic risks that have an influence on the value.

2. Measure and decide which risks to hedge, avoid, or retain based on impact on enterprise value. Risk hedging is not always optimal and can reduce value in many cases. Having made an inventory of risks, the firm has to decide which risks it will attempt to hedge and which ones it will allow to flow through to its investors. The size of the firm, the type of stockholders that it has and its financial leverage (exposure to distress) will all play a role in making this decision. In addition, the firm has to consider whether investors can buy protection against the risks in the market on their own.

3. For the risk to be hedged, select appropriate risk-hedging products and decide how to manage and monitor retained risks. If a firm decides to hedge risk, it has a number of choices. Some of these choices are market traded, such as currency and interest rate derivatives; some are customized solutions, such as those prepared by investment banks to hedge against risk that may be unique to the firm; and some are insurance products. The firm has to consider the effectiveness of each of the choices as well as the costs.

4. Determine the risk dimensions that provide an advantage over the competitors and select an organizational structure suitable for risk taking. Here, the firm moves from risk hedging to risk management and from viewing risk as a threat to risk as a potential opportunity. Why would one firm be better at dealing with certain kinds of risk than its competitors? It might have to do with past experience. A firm that has operated in emerging markets for decades clearly has a better sense of what to expect in a market meltdown and how to deal with it. It also might come from the control of a resource—physical or human—that gives the company an advantage when exposed to the risk. Having access to low cost oil reserves might give an oil company an advantage if oil prices drop. A superior legal team might give a tobacco company a competitive advantage when it comes to litigation risk. Firms also must recognize that risk taking happens within an organizational context, and the appropriate risk systems, processes, and culture must be built.
GUIDANCE ON RISK OVERSIGHT FROM NATIONAL ASSOCIATION OF CORPORATE DIRECTORS

Mitigating Risk
The goal of a risk program is mitigation of risks in strategy implementation. The board should encourage through written policies and actions a “tone at the top” that shows ethical integrity, legal compliance, strong controls and strong financial reporting.

Strategy and Risk Appetite
To fully assess an enterprise’s risk appetite, the board must engage in reviewing the enterprises strengths, weaknesses, opportunities, and threats. A fully developed risk profile encompasses the impact on stakeholders including employees, customers, and suppliers.

Risk Identification
Directors should probe the legitimacy and scope of management’s risk assessments. They must help identify potential risks and provide scenarios that the managers may not have considered. Unforeseen risks cause the most problems for companies.

Monitoring Risk
The board should continually monitor the financial health of the firm, ensuring accurate accounting and safekeeping of corporate assets. An important element of risk identification and monitoring is ensuring the information relied upon is high quality, dependable, and timely.

Crisis Response
The board is responsible for ensuring that sound crisis planning has occurred. During a crisis it should remain informed and the board or a committee of the board should remain in contact during the period in which the situation is most critical.

The most important ingredient in risk management is luck!

There is so much noise in this process that the dominant variable explaining success in any given period is luck and not skill.

Proposition 1: Today’s hero will be tomorrow’s goat. The opposite is true as well. There are no experts. Let your common sense guide you.

Proposition 2: Don’t mistake luck for skill. Do not over react either to success or to failure.

Proposition 3: Life is not fair. You can do everything right and go bankrupt. You can do everything wrong and make millions.
## Risk Policy Committee Charter Assessment Tool

<table>
<thead>
<tr>
<th></th>
<th>ACCEPTABLE</th>
<th>BETTER</th>
<th>DESIRABLE</th>
<th>BEST PRACTICE</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>I. Establishment</strong></td>
<td>1. Any written document, including board resolution.</td>
<td>1. Incorporated in by-laws or corporate governance guidelines.</td>
<td>1. Incorporated in corporate charter or articles of association.</td>
<td>1. Same³</td>
</tr>
<tr>
<td><strong>II. Purpose</strong></td>
<td>1. Establishing the firm’s risk policies, including risk tolerances, consistent with the risk management program (see also Section XIII).</td>
<td>1. Same, and ensuring that senior management takes steps necessary to identify, measure, monitor and control risks.</td>
<td>1. Same. 2. Reviewing the adequacy of the firm’s capital and allocations to various business units considering the types and sizes of risks at those business units.</td>
<td>1. Same. 2. Same. 3. Establishing an enterprise-wide risk management framework for all companies in the group.</td>
</tr>
<tr>
<td><strong>III. Composition</strong></td>
<td>1. At least three board members.</td>
<td>1. Same 2. Material presence of non-executive board members.⁶</td>
<td>1. Same, but no more than seven members. 2. Majority non-executive board members.</td>
<td>1. Same. 2. Majority independent members. 3. Rotation of members. 4. Limit on number of memberships on other board committees. 5. No more than one committee member serves on both the Risk Policy and Audit and Compliance Committees.</td>
</tr>
<tr>
<td><strong>IV. Individual Committee Membership Qualifications</strong></td>
<td>1. Committee overall has requisite skills and knowledge adequate to oversee the firm’s risk management program. 2. Time and desire to fulfill obligations.</td>
<td>1. All committee members have requisite skills and knowledge adequate to oversee the firm’s risk management program. Same. 2. Introductory briefing for all new committee members.</td>
<td>1. Same. 2. Same. 3. Same. 4. Periodic professional education/training for all committee members.</td>
<td>1. Same. 2. Same. 3. Same. 4. Same. 5. Less than 75 percent attendance at committee meetings in one year automatic threshold for non-reappointment.</td>
</tr>
</tbody>
</table>

¹ Overall risk management is generally considered to be primarily the responsibility of executive management. Risk governance is the responsibility of the board. The board’s role is to establish the firm’s general risk philosophy and risk tolerances in each material business area, and to provide oversight of the company’s risk policies and procedures so as to ensure that management implements a robust risk management program.

² Base document prepared by Sinclair Capital, a g3 affiliate.

³ It may be acceptable in case of relatively small or simple firms that the board of directors has no formal “risk” committee, but that the full board regularly discusses risk philosophy and tolerance issues, and reviews the adequacy of risk management as a routine part of its strategic and operational review. Alternately, the functions of the risk policy committee are sometimes combined with those of the Audit and Compliance Committee. However, given the centrality of risk management to financial institutions, and the requirements of Basel II, it is a function that should be assumed either by the full board of directors, or, in what is increasingly considered best practice, the board should establish a separate Risk Policy Committee.

⁴ Bylaws refer to internal corporate documents that do not have to be filed externally (with corporations’ registry or the regulator).

⁵ “Same” indicates that the recommendation of the identical number in the column immediately to the left is carried over into the column. Should the recommendation be only partially identical, any differences are italicized.

⁶ In jurisdiction with the so called two-tiered board systems, the non-executive directors refer to members of the supervisory board.
<table>
<thead>
<tr>
<th>Risk Policy Committee Charter Assessment Tool</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>ACCEPtable</strong></td>
</tr>
<tr>
<td><strong>V. Committee Chair</strong></td>
</tr>
<tr>
<td>1. Appointed by non-executive board chair, board as a whole, or the committee.</td>
</tr>
<tr>
<td>2. Has requisite skills and knowledge adequate to oversee the firm’s risk management program.</td>
</tr>
<tr>
<td><strong>VI. Appointment</strong></td>
</tr>
<tr>
<td>1. Appointed by board chair, board as a whole or Corporate Governance/Nominations Committee.</td>
</tr>
<tr>
<td>2. Fixed terms, preferably annual, but not exceeding Board terms.</td>
</tr>
<tr>
<td><strong>VII. Remuneration</strong> (in addition to compensation for work as a Member of the full Board)</td>
</tr>
<tr>
<td>1. Is solely related to fulfilling the obligations of a committee member (no form of payment which would compromise independence e.g., salary, consulting, finders’ fees, etc.).</td>
</tr>
<tr>
<td>2. Adequate level of payment so as to create expectation of responsibility.</td>
</tr>
</tbody>
</table>

---

7 Executive director-members of the Risk Policy Committee do not get additional remuneration for their services on the committee.

8 In addition to regular committee meetings, extraordinary meetings may be held whenever needed and appropriate with agenda set in advance.
### Risk Policy Committee Charter Assessment Tool

<table>
<thead>
<tr>
<th>Vll. Meetings</th>
<th>Acceptable</th>
<th>Better</th>
<th>Desirable</th>
<th>Best Practice</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. May be called by the committee chair.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same, and by any two committee members.</td>
<td>Same.</td>
</tr>
<tr>
<td>2. Approved annual calendar of regular meetings.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same.</td>
</tr>
<tr>
<td>3. At least semiannually</td>
<td>Same.</td>
<td>At least quarterly.</td>
<td>Same.</td>
<td>Same.</td>
</tr>
<tr>
<td></td>
<td>Meeting may be requested by the board chair, CEO, CFO and Chief Risk Officer.</td>
<td></td>
<td>5. Meetings may be in person, by telephone, web, or other electronic communication means agreeable to committee.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>6. Ability to act by unanimous written consent.</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>IX. Attendance and Notice</th>
<th>Acceptable</th>
<th>Better</th>
<th>Desirable</th>
<th>Best Practice</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Quorum required.</td>
<td>Same, and simple majority as a minimum.</td>
<td>Same.</td>
<td>Same, and with minimum 48 hour notice.</td>
<td>Same.</td>
</tr>
<tr>
<td>2. Advance notice required; may be waived with unanimous written consent.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same.</td>
</tr>
<tr>
<td>3. Approved annual calendar of regular meetings.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same.</td>
<td>Same.</td>
</tr>
<tr>
<td></td>
<td>Minutes to be prepared and distributed to committee members.</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>The board has access to review them.</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Agenda and related materials to be provided in advance unless the chair (or other convener) believes confidentiality requires otherwise, in which case general description of subject of the meeting to be circulated, with a statement from the chair as to reasons for confidentiality.</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>6. Chief Risk Officer and other executive officers attend the meetings.</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

9 In addition to regular committee meetings, extraordinary meetings may be held when needed and appropriate with agenda set in advance.
## Risk Policy Committee’s Charter Assessment Tool

<table>
<thead>
<tr>
<th>X. Reporting to the Board and Shareholders</th>
<th>ACCEPTABLE</th>
<th>BETTER</th>
<th>DESIRABLE</th>
<th>BEST PRACTICE</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Verbal or written reports to the board as needed.</td>
<td>1. Written reports or minutes to the board following each committee meeting.</td>
<td>1. Same.</td>
<td>1. Same.</td>
<td>1. Same.</td>
</tr>
<tr>
<td>2. Annual written report to the board.</td>
<td>2. Same.</td>
<td>2. Same.</td>
<td>2. Same.</td>
<td>2. Same.</td>
</tr>
<tr>
<td>XI. Evaluation</td>
<td>1. Annual evaluation of work the committee has performed over the previous year.</td>
<td>1. Same.</td>
<td>1. Same.</td>
<td>1. Same.</td>
</tr>
<tr>
<td></td>
<td>2. Annual evaluation of committee effectiveness, including processes and procedures.</td>
<td>2. Same.</td>
<td>2. Same.</td>
<td>2. Same.</td>
</tr>
<tr>
<td>XII. Authority and Resources</td>
<td>1. Having access to all internal resources.</td>
<td>1. Same.</td>
<td>1. Same, without necessarily going through the hierarchy (though the hierarchy should be respected absent compelling reasons to avoid it).</td>
<td>1. Same.</td>
</tr>
<tr>
<td></td>
<td>2. Recommending hiring of outside resources (e.g. risk management consultants, counsel), as needed.</td>
<td>2. Same.</td>
<td>2. Having the right to hire outside resources without executive approval.</td>
<td>2. Same.</td>
</tr>
<tr>
<td></td>
<td>3. Authorizing, or conducting, any investigations within its area of responsibility; having the right to hire independent experts for such investigations, approve terms of such engagements, and having such investigations paid for by the firm.</td>
<td>3. Same.</td>
<td>3. Receiving an annual budget sufficient to achieve committee needs, and having the right to access additional funds in unforeseen circumstances.</td>
<td>3. Same.</td>
</tr>
</tbody>
</table>

10. The Corporate Governance/Nominations Committee may coordinate evaluation of the board and all committees at some companies.
### XIII. Responsibilities – Policies and Procedures

<table>
<thead>
<tr>
<th>ACCEPTABLE</th>
<th>BETTER</th>
<th>DESIRABLE</th>
<th>BEST PRACTICE</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Reviewing and recommending to the board, in conjunction with executive officers, proposed aggregate loss limit targets for various risk categories (e.g. loan losses, market losses, operational risk).</td>
<td>1. Same, and approving management’s recommendations for overall credit and market risk limits, as well as country risk limits for non-domestic exposures.</td>
<td>1. Same, and approving maximum credit exposures for top clients and counterparties, so as to insure diversification.</td>
<td>1. Same.</td>
</tr>
<tr>
<td>2. Reviewing the Firm’s risk management infrastructure and control systems to ensure adequacy to enforce Firm’s risk policies.</td>
<td>2. Same.</td>
<td>2. Same.</td>
<td>2. Same.</td>
</tr>
<tr>
<td>3. Ensuring that management (e.g., CEO and Chief Risk Officer) develops a comprehensive risk management program.</td>
<td>3. Same, and overseeing the implementation of the risk management program and reviewing its quality and soundness.</td>
<td>3. Same.</td>
<td>3. Same.</td>
</tr>
<tr>
<td>4. Reviewing management’s determination of what constitutes key balance sheet and offbalance sheet risks.</td>
<td>4. Same.</td>
<td>4. Same.</td>
<td>4. Same.</td>
</tr>
<tr>
<td>5. Overseeing the Chief Risk Officer and the annual plan of his activities.</td>
<td>5. Same.</td>
<td>5. Same.</td>
<td>5. Same.</td>
</tr>
<tr>
<td>7. Ensuring that risk measurement/management function is independent of any line business function.</td>
<td>7. Same, and ensuring that risk measurement/management function has adequate expertise and resources to fulfill its responsibilities.</td>
<td>7. Same.</td>
<td>7. Same.</td>
</tr>
<tr>
<td>8. Being consulted by the CEO on the appointment of the Chief Risk Officer.</td>
<td>8. Same.</td>
<td>8. Same.</td>
<td>8. Same.</td>
</tr>
<tr>
<td>9. Reviewing and recommending to the board approval of risk measurements and rating methodologies including any to be reported to regulators.</td>
<td>9. Same.</td>
<td>9. Same.</td>
<td>9. Same.</td>
</tr>
<tr>
<td>10. Reviewing assumptions used in risk measurement models. Insuring that model risk issues have been properly considered.</td>
<td>10. Same.</td>
<td>10. Same.</td>
<td>10. Same.</td>
</tr>
<tr>
<td>11. For banks in particular, reviewing stress tests on credit, liquidity, market and operational risks; approving contingency planning.</td>
<td>11. Same.</td>
<td>11. Same.</td>
<td>11. Same.</td>
</tr>
<tr>
<td>13. For banks, monitoring the firm’s preparations and implementation of Basel II with respect to risk management and measurement issues.</td>
<td>13. Same.</td>
<td>13. Same.</td>
<td>13. Same.</td>
</tr>
</tbody>
</table>

### XIV. Responsibilities – Specific Risk Reviews

<table>
<thead>
<tr>
<th>ACCEPTABLE</th>
<th>BETTER</th>
<th>DESIRABLE</th>
<th>BEST PRACTICE</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Regularly receiving summary risk data and comparing data to adopted risk policies from responsible managers (CEO, Chief Risk Officer).</td>
<td>1. Same.</td>
<td>1. Same.</td>
<td>1. Same.</td>
</tr>
<tr>
<td>2. Regularly receiving disaggregated data of major risk categories from responsible managers (CEO, Chief Risk Officer).</td>
<td>2. Same.</td>
<td>2. Same.</td>
<td>2. Same.</td>
</tr>
<tr>
<td>3. For banks, receiving regular reports from the asset liability committee and/or the management risk committee.</td>
<td>3. Same.</td>
<td>3. Same.</td>
<td>3. Same.</td>
</tr>
<tr>
<td>4. Receiving and acting on compliance and internal audit reports that are relevant to the risk function.</td>
<td>4. Same.</td>
<td>4. Same.</td>
<td>4. Same.</td>
</tr>
<tr>
<td>5. Receiving copy of the executive evaluation of the Chief Risk Officer.</td>
<td>5. Same.</td>
<td>5. Same.</td>
<td>5. Same.</td>
</tr>
<tr>
<td>7. Reviewing reports on financial compliance issues such as compliance risk and for banks, money laundering risks (unless specifically reserved for the Audit and Compliance Committee).</td>
<td>7. Same.</td>
<td>7. Same.</td>
<td>7. Same.</td>
</tr>
</tbody>
</table>
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